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Abstract
This document aims to explore the IWN ICTM (Integrated Customer Transaction Management) system with an explanation given in the context of the TINA-C Service architecture. ICTMP is a open and flexible system that aims to address the commercial issues of implementing an ODP architecture.

ICTM is a system that simplifies the management of data from divergent sources and devices. As such an ODP model was an ideal way to reduce work-flow processes into a set of discrete attributes that could be uniformly dealt with by the architecture irrespective of the access device used.

To keep this presentation as focused as possible the example of enabling services for a merchant at the point of sale (POS) will be used throughout to demonstrate the methodology used in the ICTM system as it pertains to the TINA-C service architecture definitions. This example spans many of the concepts of TINA including multi-domain processes, session based services, service session graphs, network independence, and re-usability.

In developing the ICTM system, IWN used TINA-C as a conceptual model to aid in the definition of business relationships, and as a tool for the validation of the information models used in designing the data flow definitions upon which the system was based.

Section one -  Introduction

The ICTM system was designed to deal with the convergence of media, and the data management issues that this presents to a Telecommunications company. In any one case this convergence brings opportunities and challenges. The opportunities lie in the fact that most convergence is occurring around data and network protocol standards. This enables uniform systems to be written that are capable of dealing with new network access devices in consistent ways.

The ICTM utilizes XML as the data format for enabling core processes to be activated consistently regardless of the request object. These processes include domain access and service usage, and multi-domain relationships.

This paper is structured to illustrate how TINA-C concepts can be applied in the commercialization of a product for telecommunications companies. Section One outlines the business model that was applied and how it helped to give context to our development. Section two looks at the service architecture in more detail and how IWN used TINA-C to validate proposed design decisions. Section three investigates the benefits of using Tina-C information models. Key to this model (due to the data management capabilities of ICTM) was the management of access session and user profiles that is the premise of our service model. As part of this section an exploration of a Loyalty Program is used to illustrate the how user profiles can enable access rights to the same data.

Finally, Section five outlines the computational model of  ICTM in light of the TINA-C model. 

Section Two -  The Business Model

The business model used in ICTMP can be illustrated with the example of a consumer (specifically in this case a Merchant), using services from a point of sale (POS) access device. In the future the POS environment, like many other consumer environments will converge into fewer devices. These devices will access all necessary services for the consumer to carry out their business. In this scenario the Consumer business role (as defined by the Tina Business model) is attributed to a merchant, the Connectivity provider and Broker is typically a Telecommunications company or ISP, the retailer is a bank, and the Third Party service provider is a Automated Clearing House (ACH) or Loyalty Program Facility. To the merchant using the services, access to Third Party Retailers is transparent. From a system architecture point of view, this scenario is differentiated from typical IP access, as access between the Broker, Retailer, and Third Party Service provider involves the negotiation and establishment of formal contracts of engagement. The ICTM is essentially an architecture that enables the Broker as the business role charged with service activation, domain federation, and FCAPS functions.

Figure 2-1 ICTM Business Model Overview
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Section Three : The Service Architecture

If we take the scenario of future services enabled to the POS we can identify the following relationships: access, identification, discovery of services, composition of services, and initiation and control of services. These relationships will be discussed conceptually here, and then demonstrated in terms of a session models in section 4. The basis of concepts discussed is the “TINA Service Architecture”, Version 5.0, TINA-C, June 1997. Figure 3-1 presents the Service environment, as it pertains to the Provider Business administrative domain. 

The ICTM system supports an access sub-system, services session subsystem, a subscription management system, a 3Pty retailer management sub-system, mobility Management Subsystem, and FCAPS subsystem. 

3.1 Access and Identification

In the scenario of a merchant who wishes to use a Telecommunications network to access a ACH for clearance, access to the service will first pertain to network level access (Tcon-RP), as this level of access will need identification that is independent of the access and identification at the Ret-RP (ie in this case a Financial Institution). 

If we refer to point 2 in Fig 3-1, we see that not only will the merchant need access to the network, but also that the merchant must be able to elect a principle with authority to manipulate the FCAPS functions. This principle will also need to elect end-user principles who can use the service with restricted capabilities. In the ICTM POS this relates to the ability to set various access rights in the ss-UAP (Service Session Related User Application). 

In the establishment of a financial service, identification must be given not only to the principle and end-users, but also to the transaction itself. While each Service session may have multiple transactions, each transaction is logged for FCAPS purposes, and each request object is represented as session. Given the security needs of financial transactions, session security must be guaranteed through all business domains and network end points. 

Figure 3-1  Access and Service Instantiation 
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3.2 Service Instantiation

When access has been established a merchant may  request the Payment Verification Service, The Provider domain must identify the user, and the ss-UAP as valid before forwarding the request to a Retailer. The identification from the ss-UAP is part of the Service instantiation, as it provides the variable (the Merchant ID) that locates the appropriate retailer from which the service must be derived. 

3.3 Access and  Usage Roles

Business Roles in TINA-C an open relationship to Session roles. For example, at any one time a business role may be acting as a access user, access provider,  and a usage peer.

The access roles defined in TINA (and ICTM) include Access Users (end-user and Subscribers only as there are no anonymous users from the POS environment)., Access Provider (typically the Telecommunications company) and Access Peers (the telecommunications company and Retailers). To compliment these roles there are Usage Party, Usage Provider, and Usage Peers.

An example of these relationships is the ICTM loyalty program enabled to the POS. Primary Service Usage in the ICTM program could be represented by access to a loyalty program managed by the Provider Domain. The Ancillary Services include the ability for the user to customize the data tracked on each loyalty program member. In this scenario, the Telecommunications company acts as the Access Provider and Usage Peer, a 3Pty retailer acts as the Usage Provider and Usage Peer, and the POS merchant principle acts as Access User and Usage Party of both the Telecommunications company and the Loyalty Program Provider. This is represented in Figure3-2. 

Figure 3.2 Access and Usage Roles
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3.5 Service Sessions (SS) 


The above loyalty program example can be further broken down into SS components. In the example, each particular interaction can be classed in terms of a specific session. For example the Access session between the User Domain (POS) and the Provider Domain (Telecommunications Company) is UD-AS.  The services session between the POS and the Third Party Retailer can be classed as a UD_USS. 

3.4  Service Composition

In the examples of ICTM services above (Payment verification and Loyalty Programs), the ability for service composition across multiple domains was demonstrated. This is not simply possible, but desirable in many cases of the ICTM model, as it enables business domains to focus on their core competencies. 

The model can also be illustrated with the service composition in the retailing of a loyalty program to both a POS merchant and a Consumer. In this context an added layer is involved because the loyalty program consumer is invited to join the loyalty program service by a Merchant , however the Consumer (also a user in the ICTM system) also becomes a member of the Ret-RP loyalty program (ie Credit Card company).  This also takes the distinction between service subscription and service access and usage to a new level. The consumer subscribes for the service using the merchants access and usage session, and then to redeem loyalty points the consumer must spawn her own services session on her own UAP (ie the Internet). 

In each scenario of this loyalty model, domain and service federation enable access (and mobility of access) to a service composed by several business domains. The principles of composition are applied to ensure that identification of users and flexibility of sessions is ensured. The identification issues are handled in the ICTM system by assigning a unique and universal identifier to each user and overlaying specific identifiers for different session roles. For example, a merchant may be the member of a loyalty program in a UD_AS, and a provider of a loyalty program in a UP_AS.  In the UD_AS the universal identifier is used to locate the Merchant (probably a principle user’s) profile, while in the UP_AS the unique identifier will seek a Merchant ID to flexibly map the Merchant to a loyalty program.

In the case where one User is member of multiple loyalty programs, service type descriptions are used to identify whether one loyalty service can be supported by the Merchant and a loyalty program provider simultaneously. 

The ICTM system utilizes XML and XML parsers to locate a service. An XML document (named the Purchase document ) is sent from the UAP to the ICTM infrastructure and this document encapsulates the service request.  From the document, the DPE can identify the location of the service and establish peer to peer Ret-RP or 3Pty-RP connectivity to the service. In the location of these services, it is vital that the PD_AS is able to dynamically manage the relationships “contexts agreed between two domains…consistent with their contractual relations and management policies”
. At this stage the ICTM system manages these connections purely in terms of defined standards (such as standards payment protocols), however in a future release of the system, more complex contractual issues will be addressed (such as context based revenue sharing and risk analysis). 

3.5 New Services


For a new service to be derived (for example the addition of a remote loyalty facility to the POS) the ss-UAP, must be updated and the service must exist at the Provider end. Using the TINA model, the provisioning of new services should be rapid and low cost, however the provisioning of new services is also complex. The ICTM system deals with new services in a unique manner, enabling the management of services dynamically from the business provider domain. In the system the ss-UAP is an open object that can be remotely updated via the network.

Section Four -  The information model 

The access session information model used by the ICTM platform is aligned closely with the Tina-C model. The UD_AS is constrained by the User Profile that in turn dictates the UD_ SS.  The Service Session information model is also closely aligned to the Tina-C model, in that the D_USSs, and particularly the relationships between domains and their respective USSs create the dynamics of the system. The D_USS_Binding is prevalent in the ICTM system as the information created in binding associated D_USSs actually determines Access to various services.

One difference is notable. In the ICTM Model , the D_AS does not control services sessions directly.  Each Access Session dictates which services are accessible by the User or Peer Domain. These services are then instantiated as a base when the user first accesses the system. An example of this is a user requesting a simple Login. In the ICTM model, if a user is successful in login, they are then able to access further services (such as logout). This is a very simple example of Access Sessions and  Service Sessions dictating other service availability.

Figure 4-2 demonstrates the ICTM Information Model. If you reference the Tina Service Architecture V5.0 (pp78) the only difference is the exclusion of the multiparty controlling relationship between PD_AS and the SS. 

Figure 4-2 ICTM Information Model
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In terms of the Service Session Graph , ICTM has the concept of Session Relationship, and when the relationship involves a peer, simple read/write access is set. It is hoped that using the Tina-C concepts of domain federation ICTM will extend to complex contractual relationships between peer domains. A identifiable business application of this function in ICTM is the provider/3pty retailer contracts in providing the access and service provision in a loyalty program. 

Section 5 The computational Framework

To outline the computational model used by ICTM we will again refer to the payment and loyalty Services. The framework is demonstrated in Figure 5-1. It again is very similar to the Tina-C model. The use of a Translation Queue (TQ) is basically to reflect the goal of mobility in the ICTM system. The TQ can manage the translation (within reason) of many know data types. The USM (User Service Session Manager) and the GSC (Global Session Control) reflect the centralization of the functionality of the session management in the ICTM system, whereby sessions are the underlying fabric of the system.

The Service factory determines the workflow of the system and calls the appropriate Service Session Manager relating to the particular Service that is required by the user. The response queue (RQ) again is added to allow for the translation back into the data type of the SS-UAP. 

An example of this workflow would be a merchant  using a loyalty program. Using the AS-UAP and the PA (in the case of ICTM the PA is a IWN developed client side component),  the Merchant initially gains access using Initial Agent (IA) which would (in this case) allow the user to gain access to the ICTM services. The user in this case is sending a recognized XML document to the TQ and the queue passes it directly to the UA where the user profile is determined as a merchant with administration access. It is also determined that the user is requesting a loyalty program and as the user profile permits access to the service, the GSC and USM designate sessions to the access of the service and the SF calls the SSM relating to the loyalty service. At the end of this process the AS-UAP is able to interact with the Loyalty program.

In Figure 5-1 the only interaction with a peer domain is via simple interface of IA and Peer access. This is because in the case of a loyalty program only read write database access is needed to enable the Peer to interact with the Provider (ie to interact with the Loyalty program

Figure 5-1 Computational Model of ICTM
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VI. CONCLUSIONS

The Tina-C architecture has played a vital role in the validation of concepts in the ICTM platform, and in providing a broad context for discussion of the goals of the system. In application some features of Tina-a have been modified due to the niche functions of the ICTM system, however it has aided, and will 

continue to aid  us in the goals of making the ICTM system comply with standards in network mobility, global service access and usage, and the federation of domains.
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