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1.2. Background of the proposal

This submission merges the initial responses of Alcatel [1], Deutsche Telekom & France Telecom [2], and
Lucent Technologies [3] into one common response to the RfP “IN access to TINA services & Connection
management (IN-TINA Adaptation Unit)” of the TINA-IN work group [4]. Considering the initial submissions
of the contributing companies clearly substantial parts have found their way into this submission. To reach a
common point of view, however, the common response deviates in parts from some of the individua
submissions.

The two most important points about this joined submission in comparison to the initial ones are
1. the common agreement on mandatory and optional interfaces of the adaptation interfaces, and
2. theuse of Parlay interfaces to define the Call Control interface.

Let us briefly discuss both points.

Mandatory and optional interfaces. The motivation for an IN-TINA Adaptation Unit lies in the benefits
expected from introducing TINA in IN. The basic goalsidentified in this RfP response are:

to enable rapid introduction of new services (1)

on top of different call-based networks (2

(also) by 3rd party service providers. 3
Please note that in (2) on the one hand we restrict the RfP answer mandatory part by aiming at call-based
services, on the other hand we extend the requirements on the IN to TINA mapping by aiming at a service level
that isindependent from Intelligent Network Application Protocol (INAP). The RfP answer optional TINA usage
adoption should covers any network architecture, whether it is call or session based.

These basic goals lead to the mandatory requirements for the adaptation unit are:

1. Generic access. For the introduction of a new service it should not be necessary to change the access part of
the Adaptation Unit. As a consequence, the access part must take care of all different access cases. (1)

2. Tight control of network mechanisms outside the generic access. The question of how to design a serviceis
left to the service provider. This means that the service specific code, like the SsUap, is not part of the
Adaptation Unit. (1), (2), (3). This tight control is expected to assure the service independence in the IN
TINA Adaptation Unit usage.

3. Theoptional service interface of the ITAU complies with the TINA service session model and requires the
presence of the SsUap interfaces. The usage part of the service “hear and feel” is then implemented in the
SsUap, which can eventually be downloaded by the AU.

To meet these two requirements the IN-TINA Adaptation Unit must have the following mandatory interfaces in
addition to the INAP interface towards the switch (see Figure 1):

» Access interface. To meet the requirement Generic access we propose to use TINA Ret Access.

» Call control interface. For the requirement Service independence obvioudy we can not use TINA Ret
Usage. Consequently an aternative interface is needed to control the call (see below).

» Management interface. Aside from general configuration issues, this interface is needed when a new
service isintroduced, e.g. to define which kind of access session should be used for the new service.

Call Control
interface
TR ny 4
Adaptation Unit TINA Service Platform
SsP Access
% interface

Management interface
Figure 1.  Mandatory interfaces of the adaptation unit.

Although we propose the use of a Call Control Interface in usage, this does not exclude the use of TINA Ret
Usage. If a service designer wants to benefit from the service architecture as defined in TINA, the adaptation
unit then comply in usage part with the tradition service session interfaces. In such a case the IN TINA
Adaptation Unit is compliant with the TINA usage, which isits optiona interface. However, the SsUap can still
be developed on top of the Call Control Interface.
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In the initial submissions the use of a Call Control interface has already been suggested and requirements have
been listed. In order not to diverge from existing standards, we propose to be close from the Parlay generic call
and CS-1 call control interface as they seem to meet the requirements. Of course, every interface begins with the
usual TINA prefix “i_", but the object model is preserved.

To summarise: To make TINA applicable in legacy IN networks we propose a pragmatic approach for an IN-
TINA Adaptation Unit (ITAU) based on two main requirements, generic access and service independence in
usage part,, resulting in an Adaptation Unit with TINA Ret Access and call control interfaces inspired by Parlay
as interfaces towards the TINA service platform.

2. Business model

In this chapter, the use of the Retailer Reference Point as the ITAU interface is explained, as well asthe ITAU
and services position, in business model terms. The Retailer Reference Point of the ITAU is composed of

» the Retailer Reference Point access part

» the Call Control Interface as a basic usage part, and

» the TINA Retailer usage part as an optional usage part.

2.1. Business roles

To identify the business roles involved, a simple 800-service is used as an example. In the Intelligent Network, a
service user dials the 800 number, the service logic checks its identity and location, enabling some call
restrictions, and finally redirect the call to the most appropriate destination. This service logic can be divided in
two parts: first an authentication, and second the acceptation of the call and the routable number transmission.

Obvioudly, the behavior of the service user is quite similar to the behavior expected from a TINA consumer.
Here, it must be kept in mind, that the service user's terminal does not fit the needs of a TINA customer premises
equipment (CPE).

As stated above, the service can be divided in two parts: The part that deals with the authentication can be
performed by a stakeholder playing the role of a TINA retailer, the other part dealing with the acceptation of the
call and the routable number transmission can either be performed by a TINA Retailer or a TINA third party
service provider.

A stakeholder playing the connectivity provider role might be requested to establish a communication
relationship between the service user and the destination.

As previously mentioned, the terminal of the service user does not fit the needs of a TINA CPE. To fit its needs,
the terminal must be able to request directly methods of other TINA stakeholders using a distributed processing
environment (DPE). This direct request of methods is not feasible using atelephone in fixed or mobile networks.
The service user's terminal is "non-DPE enabled". Therefore, the ITAU is used to enable the service user's
terminal to access the DPE. The ITAU extends the service user's terminal to a TINA CPE. It offers a proxy of
the service user to the TINA system.

2.2. Adoption of Retailer Reference Point

The retailer reference point is chosen as reference point between the ITAU and the retailer. Below, the reasons
for this choice are explained in detail by comparing the high level requirements for the consumer and the retailer
business role with the usage of IN services by service users. It is also explained, why the connectivity reference
points ConS and TCon are not used.

Theretailer reference point is normally divided into two parts: the access part and the usage part. The access part
used by the ITAU remains rather unchanged. For details refer to section 3 "Information model” and section 4.2
"Access Interfaces'. Instead of the usage part, the following interfaces are recommended:
The Call Control Interface is defined in this document as a telephony dedicated interface. It is used instead
of the Retailer Reference Point's usage part as it was defined in TINA. For details refer to section 4.3.
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The Retailer Reference Point's usage part corresponds to the reuse of the Retailer Reference Point's service
session and an adaptation of the Retailer Reference Point's communication session. For details refer to
section 5.2.

2.2.1. High level requirements for consumer and retailer business role

TINA defines the following high level requirements for the consumer business role [5]:
obtaining location of retailers, service providers and other consumers,

(de)registration at retailers,

initiating service relationships that include service providers and other consumers,
indicating availability to retailers (for receiving invitations),

accepting downloads from retailers to upgrade the interaction capability with the retailer.

grwONE

And for the retailer business role, the following high level requirements are defined:

6. manage (de)registration to obtain various services (including person-to-person communication, if desired)
by consumers,

7. manage (de)registration to provide various services by third party service providers,

8. authorisation prior to usage,

9. maintenance of session-level user service profiles and treatment policies,

10. session management, communication to establish and maintain the association list of parties and resources
that partake in a session with session owners and session policy information for the purpose of establishing
access to the session,

11. manage downloads to consumers and service providers to upgrade the interaction capability with them,

12. collecting accounting information for the purpose of billing, in the general, for each invoked service
(including network connectivity) as well as for the services of the retailer (optional)

2.2.2. Use of IN services

If a service user wants to use a service, the Service Switching Function (SCF) has to decide whether it must
invoke the Service Control Function (SCF) to provide this requested service or not. The criterias when to invoke
the SCF are described in [15]. Assuming that sufficient criteria are met, the SSF queries the SCF to start a
Service Logic Processing Program (SLP). This SLP controls and monitors the SSF in order to provide the
requested service in a well defined way. Regardless of the functions implemented by the SSF, it is the service
user who requests a service. To be honest, he might not know, whether the requested serviceis realised using the
IN. And he might request the service explicitly by dialing an IN service number (+800 for example) or
implicitly by calling a second user who has subscribed a service like black list or white list.

In this scenario, the service user obtains the location of the retailers (1), the service providers and other
consumers by using the telephony system just like a TINA consumer. But, the technology to obtain the location
is different. In the telephony system signalling systems are used, whereas in TINA a kernel transport network
based on a middleware will be used. In IN, (de)registration at retailers (2) has been done by subscribing to a
phone company and by getting a phone number (E.164 address). (De)registration at retailers in TINA is quite
similar to book-in and book-out procedures in mobile networks such as GSM. The indication of availability to
retailers for receiving invitations is denoted implicitly by having got a phone number or explicitly by defining
black lists and white lists by the IN service user for example (4). TINA invitations can be mapped to an attempt
to establish a connection. As described in the IN service scenario, the service user initiates a service relationship
that might include other consumers or even service providers (3), e.g. televotes. In IN, if user-network-interface
is upgraded, the service user needs a new customer premises equipment. Downloads of software is not needed /
not supported via the current user-network-interface (5, 11).

To sum up, the behaviour of the IN service user is quite similar to the behaviour of a TINA consumer. From a
high level point of view, the IN service user mostly meets the high level requirements of a TINA consumer.
There are only differences in the technology used to access the network (signalling system vs. kernel transport
network) and in the intelligence and supported features of the terminal equipment (dump telephone vs. home
computer).

In IN, the management of (de)registration to obtain various services (including person-to-person communication,
if desired) by consumers (6) has been performed off-line yet. But the integration of this feature in the current IN
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will be very advantageous. The management of (de)registration to provide various services by third party service
providers (7) is out of scope here. It is part of the relationship and interactions between retailer and third party
service provider. Authorisation prior to usage is one of the major advantages of TINA (8). In IN, there are also
service examples where authorisation of service users prior to the usage of the service is mandatory. The credit
card calling service is an example. Maintenance of session-level user service profiles and treatment policies (9)
is aso done in SCF for specific services (black and white lists). The SCF establishes, controls, monitors or
cancels connections. Furthermore, a TINA retailer must support session management, communication to
establish and maintain the association list of parties and resources that partake in a session with session owners
and session policy information for the purpose of establishing access to the session (10). Both, the SCF and the
retailer are invoked to establish communication relationships. The way, how to do that, differs absolutely. The
SCF must collect accounting information if a premium rate service [14] is accessed. Also aretailer must be able
to collect accounting information for the purpose of billing, in the general, for each invoked service aswell asfor
the services of the retailer (12). SCF and retailer require similar accounting functionalities.

To sum up, the high level requirements defined for a retailer mostly fit the needs for an SCF. There are only
differences in the technology how to access the service (signalling system vs. kernel transport network) and from
whom it is accessed. In IN, the service is accessed via an SSF on behalf of a service user. In TINA, aserviceis
directly invoked (after establishing an access session) by the consumer using the kernel transport network.

This leads to the following conclusions:

1. The service user fulfils the consumer role if some functionality is added like access to the kernel
transport network and the user interfaces of the retailer reference point. These additional functions
should be implemented in the ITAU.

2. To integrate a retailer in the IN, an interface to the signalling system no. 7 is mandatory. This
interface together with the necessary protocols and their state machines are provided by the
adaptation unit. Then, the retailer remains independent of the underlying technology.

3. Related to a specific call, the ITAU mimics the consumer. Its objects, the consumer domain
computational objects, are also called End user Proxy (EUP). The main difference between the EUP
and classical end user computational objects is that EUP does not communicate with the rest of the
application in the end user domain, but controls the SSF and the Specialised Resource Functions
(SRF) through INAP.

2.3.  Non adoption of connectivity Reference Points

In the previous chapter, basic rules have been mentioned to define the counterpart of the IN mechanismsin the
TINA formalism, in order to describe mapping rules. The TINA Ret reference point has been clearly identified
for amapping of INAP to TINA. This chapter explains why only Ret RP is used and why ConS and TCon are
not proposed in this document.

In the first approach, where a cal control interface is proposed as the retailer RP usage, the connectivity
functionalities are offered, and the service does not need the access to the general ConS RP.

In the second approach, based on the TINA service session adoption, the communication session is not strictly
adopted, because of its heaviness in this very simple environment. The only thing to do isto send an E.164 to the
ITAU, or even nothing, when the call just need to be continued. The richness of the communication session
concerning the SFEP NFEP resolution is uselessin IN, where the call is aready initiated, which implies that the
NFEP is dready set. The use of ConS RP could be done after a classical communication session, but for
maximum flexibility, it is foreseen that ConS RP should not be implemented directly in the ITAU: since the
ITAU should only address the telephony network, only an IN layer network co-ordinator should be available on
the ITAU. However, the proposition of optimisation considers the whole intelligent network as the TINA
terminal. This idea comes from the fact that the user interface is performed by the phone set and the network
nodes implementing the SRF, and that the end user’ s service components arein the ITAU. In this configuration,
al hardware and software terminal components are distributed among the whole intelligent network as if the
whole IN wasa TINA terminal. Moreover, the ITAU just needs to get a simple address in the telephone network,
in order to join the originating leg to this destination. This simple mechanism can be covered by a simplified
terminal flow connection, connecting the SFEP, representing the IN control leg, to a Network Flow End Point,
which is the routable number in the connect operation.

If the CSM detects the initiating party isin the IN, it will send back to the EUP the address where to redirect the
call to, without accessing ConS. According to this new mechanism, TCon is obviously not used at the IN side.
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2.4. Business scenarios for IN service

These observations lead us to propose the following model, where the adaptation unit complies with Ret-RP.
Quite surprisingly, Ret-RP is used inside the intelligent network, far from the real domain of the end-user, which
isthe phone. This configuration is the tricky answer to the absence of the DPE in the terminal.

2.4.1. Openness of the IN-TINA Adaptation Unit

In this chapter the Ret RP means without distinction the Ret Access with the CCl or the TINA usage with the
simplified communication interface.

Ret RPisin TINA the inter-domain reference point which interfaces the terminal to the retailer. It isaclear cut
in the infrastructure, as it was designed to be technology independent and inter domain. Even if INAP isan open
protocol designed to offer interoperability between services from one vendor and switches from another, it was
not designed to open the operator’s network to external service provider. This IN-TINA Retailer RP adoption
solves this issue, because according to the use of Ret-RP, the network operator plays the role of end-users, and
the service plays the role of another actor which retailer/service provider. In amore global view, the migration
toward TINA gives the network operator the role of a TINA retailer, since the operator offers access to the
service network, and the service accessible through Ret RP could be offered by an externa service provider,
equivalent to the TINA 3™ Party Service Provider, as shown in the following picture:

AU

INAP I I 1A SF

) PA L
E. UA
%" bDss1

Ret-RP

ss-UAP SSM
TINA EUP U

TINA retailer

\ ) k J N J
e Y
End user Access provider Service provider

Figure 2.  3rd Party TINA access and service provisioning

In a nutshell, one of the most important benefits of the IN-TINA adaptation unit is to open the network to third
party service provider, which meansin TINA terms to bring the TINA business model in IN.

The most simple consequence is to offer a network control interface to new service providers, as Web server
offer their information on the networks connected to Internet. However, this Ret RP interface between the ITAU
and the service can also be used only asaninternal interface in the IN operator domain, allowing a unified access
and usage for different type of access network. Another business configuration is an IN operator providing
access (authentication and billing) and outsourcing the service session to a 3™ Party Service provider, as shown
in 3rd party service provisioning. This solution can be useful mainly for information services which are offered
on the IN, with an "unified” access.
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Figure 3.  3rd party service provisioning

2.4.2. Openness of the IN-TINA service

Another relevant issue is the use of the Retailer Reference point as the interface to connect the service logic
inside the intelligent network with external advanced terminals, with systems such as Internet stations, or even
with external information systems providing a part of the service logic.

Indeed, the TINA adoption in the service control brings aframework for the distribution of service logic.
Briefly, one argument for keeping the service (Service Session Manager) inside the IN operator domain and to
use Ret RP between the ITAU and the service as an intra-domain reference point, is that the service role is to
connect and organise the different parties and their actions inside the session while having access to the parties
profile, and to the parties themselves. If an IN user (here TINA user, too) wants to be connected to another party
(e.g. in case of some 800 services or in case of Internet call waiting), the acceptance of the call and the routable
number must be transmitted to the SSP viathe IN service, but the decision to accept the call, and the knowledge
of the number where the called party can answer may be only performed in the called party domain. In classica
IN, the acceptance of the call and the number trandlation is performed in the SCP, with data stored in the SDP
and refreshed via the SMP management interface. These choices are more or less imposed by the lack of
openness in the norms where the SCF holds the entire service logic, and the SDF isin the operator domain. Thus,
the operator is obliged to store and maintain data or algorithms which should be in another domain, because of
their complexity, or because constant update. Only the Internet surfer can decide if the Internet call waiting will
be finally accepted, and the available phone device where an 800 call should be routed might only be known by
the hot line company itself.

The interface between the TINA service provider, probably the IN operator, which enables this communication
with the stakeholder who will provide the service information is the Retailer reference point, where the 800
service subscriber, as well as the Internet surfer, plays the consumer role, as shown in the picture entitled: IN
serviceinvolving 2 TINA Ret-RP.
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Figure 4. IN service involving 2 TINA Ret-RP

In conclusion, TINA provides aframework for new services and new services interconnections, enabling CTI IN
integration and new IN-Internet services through the use of the inter domain reference point Retailer.

To sum up, the Adaptation Unit together with the user plays the Consumer role. It aso realises some functions of
akernel transport network and offers a call control interface, and can also offer a TINA usage with a simplified
communication session. Because of the non-secured signalling connection between the Service Switching Point
and the Adaptation Unit, the Adaptation Unit should belong to the Connectivity Provider, namely the provider of
the IN.

3. Information model

In the current section we explain the information flow between the ITAU and the TINA retailer. We focusin
particular on the refinements needed in the current TINA information flowsto realisethe ITAU, i.e.,, toredisea
services gateway between the IN domain and a TINA platform that enables the execution of the servicelogic in
the TINA platform.

The ITAU enables end-users to contact their TINA retailer and subsequently consume TINA services via their
telephone sets. The services restitution offered when consumers access their retailer via a telephone set could
differ significantly when compared to the situation consumers access their retailer through e.g., a PC. Thisis
natural and mainly resides in the type of terminal used. The retailer should be informed about the terminal used
by the end-user to e.g., list the correct set of prescribed services. The reason is that the set of prescribed services
may actually differ on the terminal used to access the retailer. From the perspective of the intelligent network,
the ITAU enables the outsourcing of IN services to another platform. This is enabled via the call control
interface and requires a business relation between both domains. From an end-user’s perspective, however, the
role of the ITAU is to bridge the user and its retailer transparently, allowing the end-user to list prescribed
services, list the access sessions, start a service, etc. This must be performed in such a way that the retailer
knows the restrictions that apply to the user’s access session. Thisimplies al kinds of restrictions, including the
end-user’ s terminal, the restrictions of the access network and the corresponding transport capabilities that are
used by the end-user, restrictions that apply to the ITAU and its business contract with the retailer, etc. The
current subsection shows the refinements needed in the TINA specifications to make this bridging role of the
ITAU possible.

3.1. User context information

A first observation is that the ITAU forms the mediator between telephone user and retailer, and therefore does
not require more information in e.g., the operations requestNamedA ccess() and/or requestAnonymousAccess().
At this point, the retailer does not need to know that the end-user contacts the retailer viathe ITAU. However, as
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soon as the access session has been established, the user context needs to be passed to the retailer, requiring
refinements of the current TINA specifications.

Referring to [6], we obtain the following information regarding user context:

struct t_UserCtxt {

TI NACommonTypes: : t _C xt Nanme ct xt Nane;

TI NAAccessComonTypes: it _AccessSessionld asld;

hj ect accessl R

hject termnal I R

hj ect sessionlnfol R

hj ect accessSessionl nfol R

TI NAAccessCommonTypes: .t _Termi nal Confi g term nal Confi g;
1

t _User Ct xt informs the TINA retailer about details regarding the end-user domain, including name of
context, the interfaces available during this access session and the terminal configuration information. In our
case, the ITAU needs to perform this functionality on behalf of the end-user. The ITAU needs to come up with
the ctxtName and can e.g. use it internally to distinguish between different access sessions with either the same
or different end users. The objects mentioned int _User Ct xt are references to the i _User Access, the
i _UserTerm nal andthei _Userl nvit e interfaces. Bear in mind that informing the retailer about these
interfaces does not mean that the retailer must invoke operations supported by these interfaces. We will get back
to thisin alater stage.

The termninal Config includes information regarding t_Terminalld, t_Term nal Type,
t _NAPId, t NAPType, and t_Term nal Properti es.

t _Termnal I d isanunsigned long and can e.g. be used for the telephone number of the involved party
(recall that we are dealing with CS-1, so there is at most one party involved).
t _Term nal Type isdefined asfollows
enum t_Term nal Type {
Per sonal Conput er, WbrkStation, TVset,
Vi deot el ephone, Cel |l ul arphone, PBX, Vi deoServer,
Vi deoBri dge, Tel ephone, G4Fax
1
and fits our needs
t _NAPI d istyped as an unsigned long, which fits the telephone number.
t NAPType is typed as a string which is expected to be too general. We therefore suggest to use the
t AddressType (as described in Section 4.3) instead.
t Termina Propertiesis of the type t_PropertyList, which isalist of properties that is on its turn typed as a
name value pair. One of the terminal properties that is currently defined is the t Terminallnfo, typed as
follows:
struct t_Terminallnfo {
t _Term nal Type term nal Type;
string operatingSystem // includes the version
TI NAConmonTypes: :t _PropertylLi st networkCards;
TI NAConmonTypes: :t _PropertylLi st devi ces;
unsi gned short naxConnecti ons;
unsi gned short nenorySi ze;
unsi gned short di skCapacity;
1
Naturally, thet Terminallnfo cannot be filled in by the ITAU, since the ITAU is not aware of this terminal
specific information.

3.2. User context and the ITAU

As noticed in the subsection above, the ITAU cannot find out the details of the termina used by the end-user.
What the ITAU may know (or can find out) is the type of access network used by the end-user and the
transmission capacity of this access network. Based on this information, the ITAU can make an educated guess
about the termina information. If the information regarding the access network used is passed to the service
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provider, he can aso exploit this information to provide a better service. As an example, consider the situation
that the service provider knows that the end-user uses ISDN. This service provider may then instruct the ITAU to
display certain information on the telephone set of the end-user. Thisis not possible in the case the end-user uses
a POTS. Note that in the current TINA specifications the information regarding the access network used by the
terminal is not necessary in Ret access because the terminal informs the network about the network addresses by
means of Network Flow End Points (NFEPS).

Based on the above reasoning, we define the following structure for the access network used by the user who
needs the TINA service viathe ITAU.

struct t_AccessNetworkUsed {
t _Cal |l edAccessNet wor kType accessNet wor kUsed,;
t _Cal | edAccessNet wor kBear er Capacity capacit yAccessNet work;
1
, Where
enumt_Cal | edAccessNet wor kType {ISDN, GSM |P, ATM Not Defi ned}
and

typedef long t_Call edAccessNet wor kBear er Capaci ty; // [bitsg/s]

This information can be passed as a parameter in the terminal properties. Note that the Plain Old Telephone Set
(POTS) is not a different switching (addressing) end point than an ISDN terminal, and does not need to be
considered as a separate network type. The use of POTS will be mapped on the NotDefined type.

As mentioned above, by invoking the operation setUserCtxt(), the ITAU can inform the retailer about the
interfaces to use if the retailer needs information about the user or the terminal settings. Recall that the ITAU
also has a business relation with the retailer. However, if the ITAU invokes the setUserCtxt() operation, it does
this on the end-user’ s behalf, and not on its own behalf. The fact that the operation setUserCtxt() announces the
interface and the corresponding operations that can be invoked, does not necessarily mean that the retailer also
invokes al operations. An important operation in this context is the operation get Ter mi nal | nf o(). It is
important that the retailer knows that the user accesses the retailer viathe ITAU, and not directly. A deadlock
situation, where the ITAU waits for the retailer to invoke the operation get Ter mi nal | nf o(), whereas the
retailer waits for the ITAU to invoke an operation may occur. Since IDL does not support to enforce operations
depending on a certain stage, there are three solutions for this problem:

1. Do not manifest this problem in the IDL code and rely on the common sense of both domains. Sinceit isthe
retailer who offers its services via the ITAU, this retailer may need to know the terminal used by the end-
user and is therefore expected to call the operation get Ter mi nal I nfo() .

2. Introduce an exception e TeminallnfoNotSet. This exception informs the retailer that the operation
get Ter mi nal | nf o() needsto be invoked before any operation can be called.

3. Introduce an operation that allows the end-user to set the terminal info.

The second aternative is hard to realise, since an exception is coupled to an operation. This means that every
operation that can be invoked by the retailer should be extended with this exception. In addition, the ITAU may
be waiting for the retailer to invoke an operation in order to throw the exception. This solution does therefore not
prevent a deadlock. The third option requires the extension of the TINA i_RetailerNamedAccess interface,
demanding re-compilation. Although thisis not a prime reason for rejecting this option, it is one to consider. By
allowing the ITAU to invoke the operation setUserCtxt(), it can inform the retailer that the user is connected via
the ITAU by exploiting a userCtxtName that spells “ITAU”. Taken the pros and cons of each option, the first
one was chosen.

Because we do not force the ITAU to inform the retailer about the access network used by the end-user, the
operation getAccessNetworkUsed() is introduced in the interfacei_UserTerminal. Thisisthe same interface that
supports e.g., the operation get Ter m nal | nf o(). This operation comes in handy if the access network used
by the end-user is not passed by the ITAU as part of the operation setUserCtxt(). For the discussion whether an
operation is required to set the access network that can be used by the end-user, the same reasoning as discussed
above can be applied. For the same reason as mentioned above, it was decided not to manifest the problemin the
IDL code and to rely on the common sense of both domains. The operation getAccessNetworkUsed() is as
follows:

voi d get AccessNet wor kUsed (
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in AccessCommonTypes:: t_AccessSessi onSecretld asSessi onSecretld;
out MgmtltauConmonTypes ::t_AccessNet wor kUsed accessNet wor kUsed;
) raises (
AccessCommonTypes: : e_AccessError
);

4. Computational model (IDL, MSC / state model)

4.1. Overview

In Figure 1 (see section 1.2) we positioned our Adaptation Unit in the IN and TINA environment. From an IN
point of view, Adaptation Unit and Service Platform together realise an SCF. Other IN functionalities, like SRF
(specialised resource function) and SDF (database functionality) that, again from an IN point of view, are
needed, are not explicitly shown, but may be included in the service platform.

Here our specia concern is the ITAU which connects the legacy IN world to the service platforms CORBA
domain. An overview of the interfaces and components of the ITAU is shown in Figure 5. In the following, they
are briefly introduced. Please note that we present here one possible design that illustrates already recognised

functionalities.

T S5
INAP/IDL r3E
Gateway © call Contro  CAll Control
Objects interface
I l «——@——» Sevicefunctiondity
Sl , anfle—

y 4

-, AP a4 ‘ ‘ asUzp 4'—.—>»°«c:ce$functiondity
4-K+ 3 > Management B A coess
interface .
SSP Adaptation Unit TINA service platform

Mgmt

Figure 5.  Functional design of the Adaptation Unit

The TCAP/INAP interface connects the ITAU to the legacy IN domain. National INAP dialects are deployed
here. For a syntactic trandation of these INAP messages into INAP-IDL operations, the OMG Corba/INAP
Gateway may be used. In that case the TCAP/INAP IDL interface is available. The dispatcher’s task is to
distribute incoming INAP messages related to access establishment to the asUap and service related messages to
the Call Objects.

When an IDP (Initial Detection Point) message arrives the instantiating of an asUap is required. If the
information received with IDP is sufficient to establish a connection to the service platform, a secure access is
requested and established using the Ret-access interface. Thisinterface is compliant to TINA Ret RP.

If a service session is needed during an access session the Call Control interface is required for further call
processing. This interface is completely service independent and offers in a first step an access for telephony
services to the underlying network infrastructure. It is providing direct access to the INAP in an object oriented
manner. This abstract object design leads in a second step to a technology independent, service independent Call
Control interface. Optionally, the Ret-usage interface can be used instead.

For configuration of the adaptation unit a management interface is introduced.

To summarise: our ITAU provides the following interfaces:

1. TCAP/INAP: access to SSP using a INAP dialect mandatory
2. TCAP/INAPIDL: IDL interface, syntactic translation of INAP optional
3. Ret-Access. access interface between ITAU and service platform mandatory
4. Cadl Controal: easy usable, low level telephony call control interface mandatory
5. Ret-Usage: service usage interface between ITAU and service platform optional
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6. Mgmt: management interface mandatory
4.2. Access interfaces

To “bridge” IN and TINA, the ITAU needs one interface to communicate with an SSF and one reference point to
be able to invoke TINA objects and to be invoked by TINA objects.

The interface between the SSF and the adaptation unit is defined by INAP. To meet the requirements of [4], we
will drictly refer to the Interface Recommendation for Intelligent Networks CS-1 [16]. This interface
recommendation defines both the interactions between SSF and SCF and the correct sequence of these
interactions. The interactions are defined using ASN.1. The sequence of interactionsis controlled by finite state
machines.

The retailer reference point is chosen as reference point between the ITAU and the retailer (see section 2).

4.2.1. Access interfaces between adaptation unit and retailer

The following figure shows the interfaces in access part of the retailer reference point. It is assumed, that the
retailer implements all provider interfaces. The adaptation unit does not need to implement all the user interfaces
in behaviour. Which interfaces are absolutely necessary and which might be optional, is described below. Again,
if the behaviour of an interface is not defined, the appropriate object exists, but this object does not implement
any behaviour. It only throws a user defined exception.

Adaptation Unit

i_Consumerlnitial i_Retailernitial

i_ConsumerAccess i_RetailerAuthenticate

i_Consumerinvite i_RetailerNamedA ccess

T ' o

i_ConsumerTerminal i_RetailerAnonAccess

i_ConsumerAccessSessioninfo i_DiscoverServiceslterator

i_ConsumerSessioninfo

Figure 6.  Access interfaces between adaptation unit and retailer

For more information, which interfaces are always available outside an access session, only available inside an
access session and only available outside an access session, please refer to [6].

i_Consumerinitial:

Thisinterfaceis only needed if an IN service should be initiated using the INAP message I nitiateCall Attempt. In
order to initiate aservice, theretailer hastoinvokeani_Consumerlnitial interface. The reference of thisinterface
is only known if it has been registered using the operation registerInterfaceOutsideAccessSession. Then, an
access session can be established in away conformant to [9].

i_ConsumerAccess:
This interface must be implemented in behaviour.

i_Consumerlinvite:
This interface need not to be implemented in behaviour.

i_ConsumerTerminal:
This interface must be implemented in behaviour.
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i_ConsumerAccessSessionInfo:
Thisinterface need not to be implemented in behaviour.

i_ConsumerSessioninfo:
This interface must be implemented in behaviour.

4.2.2. Interactions between adaptation unit and retailer

There are two possibilities to invoke a service in IN. The most often used is the initiation of services by the SSF
sending an Initial DetectionPoint message. The other possibility is the initiation of services by the SCF sending
an InitiateCall Attempt message. The messages Initial DetectionPoint and | nitiateCall Attempt have been defined
in[16].

These two cases for initiating services and their influence on the interactions between ITAU and retailer are
investigated in the following.

Initiating a service using InitialDetectionPoint
The description below strictly refersto [6]. Several assumptions are made to simplify the description below:

Asin [6, section 4: Access Part] we avoid to specify how the consumer contacts the retailer in order to get
the reference of the i_Retailerlnitial interface.

A secure context has aready been set up between the consumer and the retailer before using the operations
of the i_Retailerlnitial interface to start a TINA access session. This secure context might be established
using the CORBA security services. (If this secure context is not established before using any operation of
i_Retailerlnitial interface, the procedures defined in [6] shall be performed.)

In the case described above, the service invocation can only be made through an SSF sending an
InitialDetectionPoint message.

The adaptation unit has to invoke all operations to establish, maintain and end a TINA access session conformant
to the access part of the retailer reference point on behaf of the service user's request. Therefore, each
invocation of a service must be mapped into one and only one TINA access session together with or without an
invocation of TINA service sessions. Therefore, the InitialDetectionPoint message is mapped into severa
operation calls to establish a TINA access session:

1. ThelTAU contacts the retailer in order to get areference to the i_RetailerInitial interface. (This operation
can be called each time when an InitialDetectionPoint message is received or only once when the ITAU
starts up.)

2. Dependent, whether the user only uses the requested service or owns a service that is provided by the TINA
retailer or third party service provider, an anonymous or a named TINA access session must be established.
An anonymous TINA access session is started using the i_Retailerlnitial:: requestAnonymousAccess()
operation. If a named TINA access session is needed, the ITAU has to cal the
i_Retailerlnitial::requestNamedAccess() operation. After the operation calls are performed successfully, an
TINA access session has been established and the ITAU has got a reference to the i_RetailerNamedAccess
or the i_RetailerAnonAccess interface.

3. Then, the ITAU has to inform the retailer about its interfaces and termina configuration calling
i_RetailerNamedAccess::setUserCtxt() or a similar operation if an anonymous TINA access session has
been established.

4. ThelTAU can now call asubset of the operationsthei_RetailerNamedAccess or thei_RetailerAnonAccess
interfaces provide.

5. The ITAU can now establish, maintain and end one or more TINA service sessions. In IN CS-1
specifications [14] the axioms of “Single ended” and “Single point of control” are very important. CS-1
capabilities are intended to support only services and service features that fall into the category of “single
ended”, “single point of control” services. The following definitions apply: A single-ended service feature
applies to one and only one party in acal and is orthogonal (independent) at both the service and topology
levelsto any other parties that may be participating in the call. Orthogonality allows another instance of the
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same or a different single-ended service feature to apply to another party in the same call as long as the
service feature instances do not have feature interaction problems with each other. Single point of control
describes a control relationship where the same aspects of a call are influenced by one and only one service
control function at any point in time. It is recommended, that the design of the adaptation unit strictly
follows these two axioms. Therefore, it is recommended that one TCAP dialogue is controlled logically by
one and only one instance simultaneously. How and where the control of TCAP dialogues will be realised,
is implementation dependent.

6. When the TINA access session is ended, the ITAU has to send either ReleaseCall or a message, that the
processing of the instructions of the SSF are completed, back to the SSF. ReleaseCall must be sent if a
control relationship is currently active between ITAU and SSF. If only a monitor relationship is currently
active, a message, that the processing of the instructions of the SSF is completed, must be sent. This
message must be mapped in a TC_End message.

While calling the operation i_RetailerNamedAccess::setUserCtxt() or a similar operation if an anonymous
TINA access session has been established, the adaptation unit gives references to some of its interfaces to the
retailer. These interfaces might be used to call operations during a TINA access session.

A service user, who is registered at an E.164 terminal, can be called using the E.164 address of this specific
terminal. Registration of a service user means, that the service user's address information can be resolved
accessing some databases in the retailer. If a service isinvoked in order to call this registered service user, that
means, if a TINA access session has been established between the ITAU and the retailer on behalf of a callee,
the registered service user can be called regardless whether he does or does not join a TINA access session at
thistime. That is why the retailer does not need any interface references for the called user.

For the complete IDLs refer to [6].

Initiating a service using InitiateCallAttempt
The description below strictly refersto [6, 9]. Several assumptions are made to simplify the description below:

An i_Consumerlnitial interface has been previously registered by the consumer. The registration of this
interface can only be done invoking the operation registerinterfaceOutsideAccessSession during an access
session.

In this case, the service invocation can only be made through an SCF sending an InitiateCallAttempt
message.

Toinitiate a service by the retailer, the retailer and the ITAU have to perform the following operations:
1. Theretailer invites a consumer invoking i_Consumerlinitial::inviteUserOutsideAccessSession.

2. The ITAU accepts the invitation setting the out-parameter reply.reply of i _Consumerlinitial::
inviteUserOutsideAccessSession to success.

3. After that, the ITAU starts an access session like described above. The service logic located in a service
session manager (SSM) requests the sending of InitiateCallAttempt by invoking appropriate operations on
ITAU'sinterfaces.

For the complete IDLs refer to [6].

4.2.3. Named and anonymous access session

TINA has defined a common access that is independent of the requested service. This is reasonable because it
clearly separates functions that are common to all services from functions that are specific to one. To benefit
from TINA, this unified way to access retailers and request services shall remain unchanged as much as possible,
in order to reuse as much software as possible.
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The access session is necessary to identify a service user as a trusted party. Trusted parties can be named or
anonymous users. Anonymous users have only restricted rights to use services of the retailer. As described
above, two kinds of access sessions can be used between the retailer and the ITAU.

A named access session shall be used if the service user needsto be identified before using the requested service.
All services that modify user profiles can only be started after a named access session has been set-up.

An anonymous access session shall be used if the service user has not established any contractual relationship
with the service provider for more than one call or if the service user only needs a contractual relationship for
this specific call. After this call is ended, the contractual relationship does not exist any more.

4.3. Call Control interfaces

This chapter give the list of the Parlay’s call control interfaces [17] that are retained in our answer to the TINA
RFP “IN access to TINA services & connection management”. It is understood that the specifications for the
CCI might evolve in a future version according to upcoming specifications from standardisation bodies such as
for instance ETSI SPAN3.

Since the Parlay interfaces are already defined in Parlay specification 1.1 the purpose of this chapter is only to
highlight the mapping of the Parlay call control interfaces onto INAP operation. The proposed mapping is
supposed to be independent of any service logic: it should work for any service. The INAP CS-1 specifications
from ITU-T [15, 16] are used as a base to define the mapping. It is expected that future version of this document
will provide a more detailed mapping at the parameter level. However we have chosen to retain some Parlay
operations related to CS-2 capabilities (mainly i_Call.attachCallLeg() and i_Call.detachCallLeg()). An adequate
comment highlight this point where it is relevant.

The remaining of this chapter is divided following Parlay interfaces.

4.3.1. i_IntegrityManagement

activityTest()

Direction: Application = Call Control =» SSP

Mapping: In this document we choose to define a mapping not related to INAP.

Remarks. This method is called by the application to test the framework. Possible actions at the framework level
are; to check for DPE load, CPU load and any other relevant indicators.

4.3.2. i_ ApplintegrityManagement

infrastructureFaultDetected()

Direction: Call Control = Application

Mapping: This method is not relevant to the INAP mapping.

Remarks. This method may be invoked upon detection of an interna failure of the Parlay gateway (interna
communication failure, software fault)

infrastructureRecovered()

Direction: Call Control = Application
Mapping: This method is not relevant to the INAP mapping.
Remarks. This method may be invoked upon detection of the recovery of a previous failure

apiUnavailable()

Direction: Call Control = Application
Mapping: This method is not relevant to the INAP mapping.
Remarks. This method may be invoked upon an OAM operation, a software fault, ...

apiAvailable()

Direction: Call Control = Application
Mapping: This method is not relevant to the INAP mapping.
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Remarks. This method may be invoked upon an OAM operation, a software fault recovery, ...

serviceUnavailable()

Direction: Call Control = Application

Mapping: This method is not relevant to the INAP mapping (but is relevant to the SS7 mapping).

Remarks: This method may be invoked upon detection of a communication fault between the Call Control
implementation and the IN (this may be due to an SS7 communication layer fault).

serviceAvailable()

Direction: Call Control = Application

Mapping: This method is not relevant to the INAP mapping (but is relevant to the SS7 mapping).

Remarks: This method may be invoked upon detection of a communication recovery between the Call Control
implementation and the IN (this may be due to an SS7 communication layer fault).

4.3.3. i_Service

setCallback()

Direction: Application =» Call Control
Mapping: This method is not relevant to the INAP mapping.
Remarks:

4.3.4. i_CallControlManager

setCallLoadControl()

Direction: Application =» Call Control =» SSP

Mapping: Two level are possible to manage the |oad.

1) If the call load is managed at the call control implementation level (this may be necessary for network
resources that are not able to manage the load of the service layer) then it is not necessary to send an INAP
operation. If this solution is retained it means that upon reception on an | ni ti al DP operation, the call
control implementation check if the call match the call load control criteria and decide if a notification
should be sent to the application.

2) If thecall load is managed at the network resource level (in this case the SSP level) then the INAP operation
Cal | Gap should be sent to the SSP.

Remarks:. Only a subset of the CallGp parameters can be mapped onto the

i _Cal | Control Manager. set Cal | LoadCont r ol () parameters. For instancewith INAP It ispossibletofilter

cals that are related to a given servi ceKey (which is not necessarily linked to a called address range).

Therefore the Parlay specifications only give access to a subset of the functionality of the Cal | Gap operation.

createCall()

Direction: Application = Call Control

Mapping: The invocation of this method is related to the I ni ti at eCal | At t enpt INAP operation. Since, the
i _Cal | Control Manager . creat eCal | () invocation does not provide enough information to the call control
implementation it is not possible to trandate this invocation directly onto an I nitiateCall Attenpt.
According to that, the call control implementation should ssimply record the fact that a call is about to be created
by the application and that upon reception of a futurei _Cal | . rout eCal | ToOri gi nati on_Req() which
provide the missing parameters an invocation of 1 ni ti at eCal | Att enpt will have to be sent.

Remarks:

4.3.5. i_AppCallControlManager

callAborted()
Direction: SSP =» CallControl = Application
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Mapping: This method is not relevant to the INAP mapping but it is relevant to the TCAP mapping. When the
call control implementation receive a TC_ABORT request from an IN switch then the call control
implementation hasto invokei _AppCal | Cont r ol Manager. cal | Aborted().

Remarks:

callOverloadEncountered()

Direction: SSP =» Call Control = Application

Mapping: The i _AppCal | Cont r ol Manager. cal | Over | oadEncount ered() method should be invoked
upon reception of an | ni ti al DP operation with the cGEncount er ed parameter indicating that call gapping
was encountered. However the Initial DP operation only provide information on the destination number and the
i _AppCal | Control Manager. cal | Over| oadEncount ered() method needs to provide the destination
address range  matching the one given when the  application has  invoked
i _Cal | Control Manager . set Cal | LoadCont r ol (). Therefore the call control implementation has to keep
track of the address ranges provided by thei _Cal | Cont r ol Manager . set Cal | LoadCont r ol () messagein
order to associate the destination number provided by | ni t i al DP with an address range.

Remarks. The reception of an Initial DP operation should also trigger a NewCallRequest notification to the
application (supposing that the application provider has a pre-arranged agreement). Then it might be useful to
agree on the order of the invocation of i _AppCal | Cont r ol Manager . cal | Over | oadEncountered() and
i_AppEventNotification.eventNotify(). In this document we propose that
i _AppCal | COnt r ol Manager . cal | Over | oadEncount er ed() is cadled before
i _AppEvent Notification.eventNotify().

callOverloadCeased()

Direction: SSP =» Call Control = Application

Mapping: Seei _AppCal | Cont r ol Manager. cal | Over| oadEncount ered(). Thismethodisinvoked when
an InitialDP operation is received indicating that call gapping is not encountered if a previous InitialDP
operation has indicated that call gapping was encountered.

Remarks. The addressRange parameter should correspond to the addressRange parameter of a previous
invocation of i _AppCal | Cont r ol Manager . cal | Over | oadEncount er ed().

callFaultDetected()

Direction: SSP =» Call Control = Application

Mapping: If the difference between thismethod and thei _AppCal | Cont r ol Manager . cal | Abor t ed() isthat
further communication between the call and the application is still possible then there is no INAP mapping (but
this method may be used to signal a software fault related to a call object to the application).

Remarks:

436. i _call

routeCallToDestination_Req()

Direction: Application = Call Control =» SSP

Mapping: If ther esponseRequest ed parameter is empty then the reception of thisinvocation should trigger a
cal to the Connect INAP operation. Otherwise, the reception of thisinvocation should be trandated into a call
to the Request Report BCSMEvent and the Connect INAP operations. In the last case, the call control
implementation should record that upon reception of the corresponding Event Report BCSM a
i _AppCall.routeCal |l ToDestinati on_Res() should be invoked (the recording of this information is
necessary to distinguish the invocations of i _AppCall Leg. call LegEvent Report_Res() and
i _AppCal |l .routeCal | ToDestinati on_Res(). The mapping between call events defined in Parlay and
O _BCSM DP+ T_BCSM DP are given by table 3 and table 4.

Remarks:

routeCallToOrigination_Req()

Direction: Application =» Call Control =» SSP

Mapping: If the cal control implementation has adready recelved an invocation of
i_CallControlManager.createCall() then the call control can send an I nitiateCall Attempt operation.

Remarks. Seei _Cal | Cont r ol Manager . createCall ().

TINA-IN-WorkGroup - IN access to TINA services & Connection management -
Joined submission of Alcatel, Deutsche Telekom, France Télécom and Lucent Technologies



S99 09-11-1999

releaseCall()

Direction: Application = Call Control =» SSP
Mapping: The invocation of the operation should be trandated into the INAP operation Rel easeCal | .
Remarks:

deassignCall()

Direction: Application = Call Control

Mapping: There is no mapping to INAP, however the call control implementation can de-associate the
relationship between a TCAP dialog and a Cal | Sessi onl D so that possible further INAP operations coming
from the switch are untreated.

Remarks. This operation should not be mapped onto a TC_END or TC_ABORT since this may abort the call
(the treatment of an unexpected TC_END operation by an IN switch depend on its configuration).

getCallinfo_Req()
Direction: Application =» Call Control =» SSP

Mapping: This message is transated into a Calll nformationRequest operation.
Remarks: The mapping of the parametersis left for further studies.

setCallChargePlan()

Direction: Application =» Call Control =» SSP

Mapping: This message is trandlated into a FurnishChargingl nformation operation.

Remarks. Since the specification of the FurnishCharginglnformation report is operator dependent it will be
nearly impossible to specify a generic mapping at the parameter level.

getCallLegs()

Direction: Application =» Call Control

Mapping: This message is not relevant to the INAP mapping.

Remarks: The call control implementation should be able to retrieve the call legs interface references by using
the callSessionID.

createCallLeg()

Direction: Application =» Call Control

Mapping: This message is not relevant to the INAP mapping. This method might be seen as a placeholder for
future INAP CS-2 extensions of the Parlay specifications.

Remarks:

attachCallLeg()

Direction: Application = Call Control
Mapping: Seei_Call.createCallLeg().
Remarks:

detachCallLeg()
Direction: Application = Call Control

Mapping: Seei_Call.createCallLeg()
Remarks:

getControlLeg()

Direction: Application = Call Control

Mapping: This method is not relevant to the INAP mapping

Remarks. The call control implementation should be able to retrieve the controlling call leg interface reference
by using the call SessionID.
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4.3.7. i_AppCall

routeCallToDestination_Res()

Direction: SSP =» Call Control = Application

Mapping: The call control implementation should invoke this method upon reception of an Event Repor t BCSM
operation corresponding to a previous Request Repor t BCSMEvent operation that was triggered after that the

call control implementation has received ai _Cal | . rout eCal | ToDesti nati on_Req(). The mappi ng
between O BCSM + T_BCSM DP and Parlay call events are given by table 1 and table 2.
Remarks:

routeCallToDestination_Err()

Direction: SSP =» Call Control = Application
Mapping: Seei_AppCall.routeCall ToDestination_Res().
Remarks:

routeCallToOrigination_Res()

Direction: SSP =» Call Control = Application
Mapping: Seei_AppCall.routeCall ToDestination Res().
Remarks:

routeCallToOrigination_Err()

Direction: SSP =» Call Control = Application
Mapping: Seei_AppCall.routeCall ToDestination_Res().
Remarks:

getCallinfo_Res()

Direction: SSP =» Call Control = Application
Mapping: This message is invoked upon reception of a CalllnformationReport operation.
Remarks: The mapping of the parameters should be worked-out.

getCallinfo_Err()

Direction: Call Control = Application

Mapping: This message is not related to INAP mapping.

Remarks: This message should be invoked when the «call control detect an erroneous
i _Call.getCalllnfo_Req() request.

4.3.8. i_CallLeg

routeCallLegToAddress()

Direction: Application = Call Control =» SSP

Mapping: The invocation of this message should result in a behaviour similar to the one triggered by the
invocation of i_Call.routeCall ToDestination_Req() or i _Call.routeCall ToOrigination Req() depending ontheleg
to which the message apply with the exception that it is not possible to request a report of the outcome of the
routing (thereforei_CallLeg.callLegEventReport_Req() should be used).

Remarks:

callLegEventReport_Req()

Direction: Application =» Call Control =» SSP

Mapping: This message should be tranglated into a RequestReportBCSM Event operation. The mapping of the
CdllLeg eventsonto O BCSM DP+ T_BCSM DP are given by table 3 and table 4.

Remarks:

releaseCallLeg()
Direction: Application = Call Control
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Mapping: It is not possible to map this message onto an INAP operation because this correspond to an INAP-

CS2 capability.

Remarks: In INAP-CS2 this message would be translated onto something like Di sconnect Leg.

getAddresses()
Direction: Application = Call Control

Mapping: This operation is not relevant to the INAP mapping.

Remarks: The call control implementation should record the address associated to each CallLeg interface
reference. Here there is an issue when the call leg address correspond to the address of a PSTN to Vol P voca
gateway. In such a case it is also interesting to record the destination 1P address. This point needs to be worked

out and is outside the scope of pure Parlay-INAP mapping.

getCallLeginfo_Req()
Direction: Application = Call Control =» SSP

Mapping: This message is translated onto the Cal | | nf or mat i onRequest operation.
Remarks. The mapping of the parameters should be worked-out.

getCallLegType()

Direction: Application = Call Control
Mapping: This message is not relevant to INAP mapping
Remarks:

getCall()

Direction: Application = Call Control
Mapping: This message is not relevant to INAP mapping
Remarks:

4.3.9. i_AppCallLeg

callLegEventReport_Res()
Direction: SSP =» Call Control = Application

Mapping: Seei _AppCal | . rout eCal | ToDesti nati on_Res().

Remarks:

callLegEventReport_Err()
Direction: SSP =» Call Control = Application

Mapping: Seei _AppCal | . rout eCal | ToDesti nati on_Res().

Remarks:

getCallLegInfo_Res()
Direction: SSP =» Call Control = Application

Mapping: This message should be invoked upon reception of aCal | | nf or mat i onReport operation.

Remarks:

getCallLeginfo_Err()

Direction: Call Control = Application
Mapping: This message is not relevant to INAP mapping.

Remarks: The call control implementation has to send this message if it receive an erroneous

i _CallLeg.getCallLeglnfo_Req().

4.3.10. i_CallINAP1

getMoreDialledDigits_Req()
Direction: Application =» Call Control =» SSP
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Mapping: This message should be called by the application after reception of aNewCal | Request notification if
there was a pre-arranged agreement with the network provider that the application should be notified when some
sequence of digits are dialled. In INAP this notification correspond to TDP Anal yse_I nf or nat i on. Then
i _Cal | | NAP1. get MoreDi al | edDi gi t s() hasto betrandated onto aRequest Repor t BCSMEvent for EDP
Col | ect _I nf or mat i on with thelength parameter mapped to thedpSpeci fi cCriteri a. nunberOfDigits
and onto a CollectInformation operation to continue the collection of digits. See also table 3.

Remarks:

superviseCallINAP1_Req()

Direction: Application =» Call Control

Mapping: This message could not be mapped onto an INAP-CSL1 operation. However, it is possible to map this
message onto an operation of some INAP flavour. Otherwise there is also the possibility to manage atime inside
the Call Control implementation (instead of managing atimer inside the SSP).

Remarks:

4.3.11. i_AppCalllNAP1

getMoreDialledDigitsINAP1_Res()

Direction: SSP =» Call Control = Application

Mapping: This message should be invoked upon reception of an Event Repor t BCSMoperation that correspond
to a previous RequestReportBCSMEvent that was send after the reception of a
i _Cal || NAP1. get MoreDi al | edDi gi ts_Req() . Seealso table 1.

Remarks:

getMoreDialledDigitsINAP1_Err()

Direction: SSP =» Call Control = Application
Mapping: This message should be invoked upon reception of an Event Repor t BCSMindicating the O_Abandon
DPifai _Cal | | NAPL. get MoreDi al | edDi gi t s_Req() waspreviously invoked. This message should aso be

invoked upon reception of an unexpected TC_END message if a
i _Call 1 NAP1. get MoreDi al | edDi gi ts_Req() was previously invoked.
Remarks:

superviseCallINAP1_Res()

Direction: Call Control = Application

Mapping: When the timer set upon the previous invocation of
i _CalllNAP1. superviseCal I | NAP1_Req() times out this message should be invoked. Otherwise the
INAP mapping may also be network operator dependent (depending of the INAP flavour).

Remarks:

superviseCallINAP1_Err()

Direction: Call Control = Application
Mapping: This message is not relevant to INAP mapping
Remarks:

4.3.12. i_UlManager

createUl()

Direction: Application = Call Control

Mapping: Since there is no parameter that would enable the call control implementation to choose the SRP that
should be used, it is not possible to map the message onto an INAP operation.

Remarks:
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4.3.13. i_AppUIManager

userinteractionTerminated()

Direction: Call Control = Application

Mapping: This message is not relevant to the INAP mapping. However this message could be sent if an
unrecoverable communication failure is detected between the Call Control and the SRP.

Remarks:

userinteractionFaultDetected()

Direction: Call Control = Application

Mapping: This message is hot relevant to the INAP mapping. However this message could be sent if atemporary
communication failure is detected between the Call Control and the SRP.

Remarks:

4.3.14. i _Ulcall

abortLegAction_Req()

Direction: Application = Call Control =» SRP
Mapping: This message should be translated onto the Cancel operation.
Remarks:

sendinfoAndCollectCall_Req()

Direction: Application =» Call Control =» SRP

Mapping: This message should be translated onto a Pronpt AndCol | ect User | nf or mati on operation.
However thisis not sufficient since in Parlay there is no message to connect a party to an intelligent peripheral.
According to that this message should also trigger the sending of the Connect ToRessour ce operation (thisalso
means that the Call Control implementation has to decide alone to which SRP the party should be connected).
Remarks:

sendInfoCall_Req()

Direction: Application = Call Control =» SRP

Mapping: This message should be translated onto a Pl ayAnnouncenent operation. However, with regards to
the connection to the intelligent periphera there is the same problem as for the
i _Ul Call.sendlnfoAndCol | ect Cal | _Req() message. Therefore this message should also trigger the
sending of a Connect ToRessour ce operation.

Remarks:

releaseUlCall()

Direction: Application =» Call Control =» SRP

Mapping: This message should be trandated into the sending of a Cancel operation for each
Pl ayAnnouncenent and Pronpt AndCol | ect User | nf or nat i on that was sent previously. Then the call
control implementation can send aDi sconnet For war dConnect i on in order to end the connection(s) between
the SRP and involved parties.

Remarks:

4.3.15. i_AppUICall

abortLegAction_Res()

Direction: Application =» Call Control =» SRP

Mapping: This messageis not directly related to INAP mapping. However this message could be sent by the call
control implementation after having sent the Cancel operation.

Remarks:

abortLegAction_Err()
Direction: Application =» Call Control =» SRP
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Mapping: This message is not directly related to INAP mapping. However this message could be sent by the call
control implementation if it detects an error after having sent the Cancel operation (but how thiskind of error can
be detected ? Answer: by means of CancelFailed).

Remarks:

sendIinfoAndCollectCall_Res()

Direction: SRP =» Call Control = Application

Mapping: This message is invoked upon reception of the result of the Pr onpt AndCol | ect | nf or mati on
operation.

Remarks:

sendIinfoAndCollectCall_Err()

Direction: SRP =» Call Control = Application

Mapping: This message is invoked wupon reception of an error after having invoked the
Pr onpt AndCol | ect | nf or mat i on operation.

Remarks:

sendInfoCall_Res()

Direction: SRP =» Call Control = Application

Mapping: This message is sent if no error are detected after having invoked the Pl ay Annoucenent operation
but since the Pl ayAnnouncenent operation does not return any result it may be difficult for the call control
implementation to find out that the operation was successful.

Remarks:

sendinfoCall_Err()
Direction: SRP =» Call Control = Application

Mapping: This message is invoked upon the reception of an error related to a Pl ayAnnouncenent operation.
Remarks:

4.3.16. Mapping between Parlay CallLeg events and INAP BCSM detection
points

The following tables provide a mapping between Parlay CallLeg events and INAP O_BCSM, T_BCSM.
This mapping is needed in order to tranglate the following Parlay methods:
- i_Cadll.routeCall ToDestination_Req()

- i_AppCall.routeCall ToDestionation_Res()

- i_AppCall.routeCall ToDestination_Err()

- i_Cdll.routeCall ToOrigination_Req()

- i_AppCall.routeCall ToOrigination_Res()

- i_AppCall.routeCall ToOrigination_Err()

- i_CdlLeg.calLegEventReportReq()

- i_AppCallLeg.calLegEventReport_Res()

- i_AppCallLeg.calLegEventReport_Err()

- i_CalINAPL.getMoreDialledDigitsNAPL_Req()

- i_AppCalINAPL.getMoreDialledDigitsINAPL_Res()

The following table defines the mapping of incoming INAP messages concerning O_BCSM call events onto
Parlay methods invocations.
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Trigger CallLeg O
Event trigg object creation? Event triggered object creation?

CallLeg T

Trigger CallLeg T

EventReportBCSM orized X NO CORRESPONDING METHOD X YES X NO
EventReportBCSM Collected_Information X i_AppCallINAPL.getMoreDialledDigitssNAPL_Res() X YES X NO
EventReportBCSM Analysed_Information X NO CORRESPONDING METHOD X YES X NO
EventReportBCSM Route_Select_Failure Cause i_AppCall.routeCall ToOrigination_Res() PARLAY_CALL_LEG ROUTING_FAILURE YES X NO
EventReportBCSM Route_Select_Failure Cause i_AppCall.routeCall ToDestination_Res() PARLAY_CALL_LEG ROUTING_FAILURE YES X NO
EventReportBCSM Route_Select_Failure Cause i_AppCallLeg.calLegEventReport_Res() PARLAY_CALL_LEG ROUTING_FAILURE YES X NO
EventReportBCSM Route_Select_Failure Cause i_AppCall.routeCall ToOrigination_Err() PARLAY_CALL_ERROR_ROUTING_ABORTED YES X NO
EventReportBCSM Route_Select_Failure Cause i_AppCall.routeCall ToDestination_Err() PARLAY_CALL_ERROR_ROUTING_ABORTED YES X NO
EventReportBCSM Route_Select_Failure Cause i_AppCallLeg.calLegEventReport_Err() PARLAY_CALL_ERROR_ROUTING_ABORTED YES X NO
EventReportBCSM Route_Select_Failure Cause i_AppCall.routeCall ToOrigination_Err() PARLAY_CALL_ERROR_INVALID_ADDRESS YES X NO
EventReportBCSM Route_Select_Failure Cause i_AppCall.routeCall ToDestination_Err() PARLAY_CALL_ERROR_INVALID_ADDRESS YES X NO
EventReportBCSM Route_Select_Failure Cause i_AppCallLeg.calLegEventReport_Err() PARLAY_CALL_ERROR_INVALID_ADDRESS YES X NO
EventReportBCSM O_Called_Party_Busy X i_AppCall.routeCall ToOrigination_Res() PARLAY_CALL_LEG_REPORT_REFUSED_BUSY YES X NO
EventReportBCSM O_Called_Party_Busy X i_AppCall.routeCall ToDestination_Res() PARLAY_CALL_LEG_REPORT_REFUSED_BUSY YES X NO
EventReportBCSM O_Called_Party_Busy X i_AppCallLeg.calLegEventReport_Res() PARLAY_CALL_LEG_REPORT_REFUSED_BUSY YES X NO
EventReportBCSM O_No_Answer X i_AppCall.routeCall ToOrigination_Res() PARLAY_CALL_LEG REPORT_NO_ANSWER YES X NO
EventReportBCSM O_No_Answer X i_AppCall.routeCal ToDestination_Res() PARLAY_CALL_LEG REPORT_NO_ANSWER YES X NO
EventReportBCSM O_No_Answer X i_AppCallLeg.calLegEventReport_Res() PARLAY_CALL_LEG REPORT_NO_ANSWER YES X NO
EventReportBCSM O_Answer X i_AppCall.routeCall ToOrigination_Res() PARLAY_CALL_LEG_REPORT_ANSWER YES X YES
EventReportBCSM O_Answer X i_AppCall.routeCall ToDestination_Res() PARLAY_CALL_LEG _REPORT_ANSWER YES X YES
EventReportBCSM O_Answer X i_AppCallLeg.calLegEventReport_Res() PARLAY_CALL_LEG REPORT_ANSWER YES X YES
EventReportBCSM O_Mid_Call Leg!D (originating) i_AppCallLeg.calLegEventReport_Res() PARLAY_CALL_LEG_REPORT_SERVICE_CODE YES X YES
PARLAY CALL LEG
EventReportBCSM O_Mid_Call Leg|D (terminating) i_AppCallLeg.calLegEventReport_Res() X YES 7REPOR(;I’6§EERV ICE_ YES
EventReportBCSM O_Disconnect Leg!D (originating) i_AppCallLeg.calLegEventReport_Res() PARLAY_CALL_LEG_REPORT_DISCONNECT YES X YES
PARLAY CALL_LEG
EventReportBCSM O_Disconnect LeglD (terminating) i_AppCallLeg.calLegEventReport_Res() X YES 7REPORT6l_)r ISCONNE YES
EventReportBCSM O_Abandon X i_AppCall.routeCall ToDestination_Err() PARLAY_CALL_ERROR_CALL_ABANDONED YES X NO
EventReportBCSM O_Abandon X i_AppCallLeg.calLegEventReport_Err() PARLAY_CALL_ERROR_CALL_ABANDONED YES X NO

Table 1: Mapping of O_BCSM call events onto Parlay methods invocations
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The following table defines the mapping of incoming INAP messages concerning T_BCSM call events onto Parlay methods invocations.

Trigger Trigger
INAP Additional - . CallLeg O CallLe CallLeg T CallLe

. T_BCSM DP L Parlay method invocation €9 -€d g €9

operation - criteria Event triggered O object Event triggered T object

creation? creation?
EventReportBCSM Term._Attempt_Authorized X NO CORRESPONDING METHOD X YES X NO
EventReportBCSM T Buy X i_AppCallL eg.callL egEventReport_Res() PARLAY CALLLEG REFORT YES X NO
EventReportBCSM T_No_Answer X i_AppCallLeg.callLegEventReport_Res() PARLA YNCOA ;Lﬂé\zGEﬁREPORT YES X NO
EventReportBCSM T_Answer X i_AppCallLeg.callLegEventReport_Res() PARLAY7C:’E‘;7A5EE§ > REPORT YES X YES
EventReportBCSM T_Mid_call LeglD (originating) i_AppCallL eg.callL egEventReport_Res() PARLAY CALLFEG REFORT YES X YES

- - - . ~ PARLAY CALL LEG RE

EventReportBCSM T_Mid_Call LegID (terminating) i_AppCallLeg.callLegEventReport_Res() X YES PORT SERVICE CODE YES
EventReportBCSM T_Disconnect LegID (originating) i_AppCallLeg.callLegEventReport_Res() PARLA YB%OLN%\‘EEGC*TREPORT YES X YES
EventReportBCSM T_Disconnect LegID (terminating) i_AppCallLeg.callLegEventReport_Res() X YES PA%'%YBIO;:LOLN%VEEGC}RE YES
EventReportBCSM T_Abandon i_AppCallLeg.callLegEventReport_Err() PARLAYZ%;LNLEEEREODR*%LL YES X NO

Table 2:
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The following table defines the mapping between Parlay method invocations onto O_BCSM detection point arming.

Parlay method invocati Invacation INAP message Additional parameters
allowed ?

i_CallINAPL.getM o;eDiaIIedDigiIsﬁReq( c X YES R;Jie}ggg&alsi&néml Collect_Information
i_Call.routeCall ToDestination_Req() [} PA RLAY*D?':I;;}B{EE;SS%QED DRESSE YES RequestReportBCSM Event Oﬁ%ailfn%mp:?{fs;i/eisodg 10, *F';Tz:ff * Cause (for O_No_Answer)
i_Call.routeCall ToDestination_Req() C PARLA YBC};E%EEIISEZXQED DRESSE YES RequestReportBCSM Event O_No_Answer + Route_Select_Failure Cause (for O_No_Answer)
i_Call.routeCall ToDestination_Req() C PARLAY_CALL_RESPONSE_CALL_END YES RequestReportBCSM Event O_Abandon + Route_Select_Failure X
i_Call.routeCall ToOrigination_Req() c PARLAY—D?;AL\;—TRYES;SS’%QEDRESSE YES RequestReportBCSMEvent 2 2
i_ Call.routeCall ToOrigination_Req() c PARLAYBC}:;%EETSE%QSDRESSE YES RequestReportBCSMEvent 2 2
i_Call.routeCall ToOrigination_Req() [} PARLAY_CALL_RESPONSE_CALL_END YES RequestReportBCSM Event ? ?
i_CallLeg calLegEventReport_Req) ocL PARLAY7CALL7LE%REPORLPROGRE VES NOI(IEI(XE’R;/IEE;SOANGDEI NG X X
i_ CallLeg.callL egEventReport_Reg() ocL PARLAY—CAL(E,:;EEEEE?RT—ROUT' N YES RequestReportBCSMEvent O—w'%ﬁgﬂg“ffot%;zg’:“”e’ * X
i_CallLeg.calLegEventReport_Req() oCL PARLAY_CALL L Es » REPORT_ANSWE YES RequestReportBCSM Event O_Answer X
i_ CallLeg.callL egEventReport_Req() ocL PARLAY_CALL_ILEG. REPORT_REFUSE YES RequestReportBCSMEvent 0_Called Patty Busy X
i_CallLeg.calLegEventReport_Req() oCL PARLAY_CAL L*L\i(éﬁREPORT*N O_ANS YES RequestReportBCSMEvent O_No_Answer X
i_CallLeg.calLegEventReport_Req() oCL PARLAY*CALL*“EEGC*TREPORT*DISCON YES RequestReportBCSM Event O_Disconnect LegID (originating)
i_CallLeg calLegEventReport_Req) ocL PARLAY7CALLilé_Er(E;BREPORTiREDIRE VES NOI(IEI(XE’R;/IEE;SOANGDEI NG X X
i_ CallLeg.callL egEventReport_Reg() ocL PARLAY_CALL_LEG REFORT_SERVIC YES RequestReportBCSMEvent 0_Mid_call LeglD (originating)
i_CallLeg.calLegEventReport_Req() oCL PARLAY*CALé*tEIGLITsEO RT_ROUTIN YES RequestReportBCSM Event Route_Select_Failure X
i_ CallLeg.callL egEventReport_Req() ocL PARLAY_CALL_LEG _REFORT CALL E YES RequestReportBCSMEvent 0_Abandon X
i_ CallLeg.callL egEventReport_Reg() T PARLAY_CALL_LEG REPORT_PROGRE NO X X X
i_ CallLeg.callL egEventReport_Req() T PARLAY_CALL_LEG REFORT_ANSWE NO X X X
i_ CallLeg.callLegEventReport_Req() T PARLAY_CALL_ILEG. REPORT_REFUSE NO X X X
i_ CallLeg.callL egEventReport_Reg() T PARLAY_CALL_LEG REFORT_NO_ANS NO X X X
i_CallLeg.calLegEventReport_Req() TCL PARLAY*CALL*EEEGC*TREWR T_DISCON YES RequestReportBCSM Event O_Disconnect LegID (terminating)
i_ CallLeg.callL egEventReport_Req() T PARLAY_CALL_I EG_REFORT_REDIRE NO X X X
i_ CallLeg.callL egEventReport_Reg() T PARLAY_CALL_HEC_REFORT_SERVIC YES RequestReportBCSMEvent 0_Mid_call X
i_ CallLeg.callL egEventReport_Req() T PARLAY—CAL(E,:&E&?:EORT—ROUT' N NO X X X
i_ CallLeg.callL egEventReport_Req() T PARLAY_CALL_LEG REPORT_CALL E NO X X X

Table 3: Mapping of Parlay method invocations onto O_BCSM DP arming
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The following table defines the mapping between Parlay method invocations onto T_BCSM detection point arming.

Invocation
allowed 7

Parlay method invocation

INAP message Additional parameters

i_CallLeg.calLegEventReport_Req() PARLAY*CALL*LE%REPORT*PROGRE YES RequestReportBCSM Event Term.Attempt_Authorized X
i_ CallLeg.callL egEventReport_Req() ocL PARLAY—CAL(;:;ESEEESPORT—ROUT' N YES NO CORRESFONDING X X
i_CallLeg.calLegEventReport_Req() oCL PARLAY_CALL L Es » REPORT_ANSWE YES RequestReportBCSM Event T_Answer X
i_CallLeg.calLegEventReport_Req() oCL PARLAY_CALL_LEG_REPORT_REFUSE YES RequestReportBCSM Event T_Busy X
i_CallLeg.calLegEventReport_Req() oCL PARLAY_CALL_LEG_REPORT_NO_ANS YES RequestReportBCSM Event T_No_Answer X
i_CallLeg.calLegEventReport_Req() oCL PARLAY*CALL*hEEGC*TREPORT*DISSON YES RequestReportBCSM Event T_Disconnect LegID (originating)
Lo ol LegEvenRepor, Re) oL PARLAY CALL_LEG REPORT_REDIRE es NO CORRESPONDING " "
i_ CallLeg.callL egEventReport_Reg() ocL PARLAY_CALL_HEC_REFORT_SERVIC YES RequestReportBCSMEvent T_Mid_call LeglD (originating)
i_ CallLeg.callL egEventReport_Req() ocL PARLAY—CAL(E,:EEIGL—L'TSEORT—ROUT' N YES NOCORRESFONDING X X
i__CallLeg.callLegEventReport_Reg() ocL PARLAY_CALL_LEG REPORT_CALL E YES RequestReportBCSMEvent T_Abandon X
i_ CallLeg.callL egEventReport_Reg() T PARLAY_CALL_LEG REPORT_PROGRE NO X X X
i_ CallLeg.callL egEventReport_Req() T PARLAY_CALL_LEG REFORT_ANSWE NO X X X
i_ CallLeg.callL egEventReport_Req() T PARLAY_CALL_ILEG. REPORT_REFUSE NO X X X
i_ CallLeg.callL egEventReport_Reg() T PARLAY_CALL_LEG REFORT_NO_ANS NO X X X
i_CallLeg.calLegEventReport_Req() TCL PARLAY_CAL L*hEEGC*TREPORT*DI SCON YES RequestReportBCSM Event T_Disconnect LegID (terminating)
i_ CallLeg.callL egEventReport_Req() T PARLAY_CALL_I EG_REPORT_REDIRE NO X X X
i_ CallLeg.callL egEventReport_Reg() T PARLAY_CALL_HEC_REFORT_SERVIC YES RequestReportBCSMEvent T_Mid_call X
i_ CallLeg.callL egEventReport_Req() T PARLAY—CAL(E,:EEIGL—L'TSEORT—ROUT' N NO X X X
i_ CallLeg.callL egEventReport_Req() T PARLAY_CALL_LEG REPORT_CALL E NO X X X

Table 4: Mapping of Parlay method invocation onto T_BCSM DP arming

TINA-IN-WorkGroup - IN access to TINA services & Connection management -

Joined submission of Alcatel, Deutsche Telekom, France Télécom and Lucent Technologies






. 33. 09-11-1999

5. Management interfaces

If an enterprise wants to offer services to the intelligent network viathe ITAU, a business relationship between
the owner of the IN platform at one hand and the enterprise at the other is required. Besides the business
relationship, for each individual service offered via the ITAU the enterprise and the IN domain need to agree
upon a service contract that describes the service level agreements. Ingredients of this service level agreement
include the maximum number of instances alowed, the time of day these services can be used, the hilling
scheme agreed upon, the time and day a service started and ended, the contact person, etc. These aspects are
already covered by the TINA subscription management specifications. What need to be added are the specific
subscription ingredients that are needed to support an ITAU. Examples of these specific ingredients include the
use of specific network resources, the messages that need to be played, the criteria needed for a service to start,
etc. This section focuses on these latter specific subscription services, referring to TINA subscription
management specifications for general subscription services.

All services offered viathe ITAU consist of amandatory part and an optional part. The mandatory part describes
the regquirements and specifies the conditions that must hold before the service can be used. The optional part
indicates what the ITAU should do on behalf of the enterprise before the service provider is consulted. This
optional part lowers the communication between the ITAU and the enterprise that offers the service, avoiding the
need to exchange information real time that can be configured in advance.

An example of the mandatory part is whether the service requires a named or an anonymous access session. The
service provider offering its services viathe ITAU needs to specify this information in order to realise a correct
settlement of the service. Recall that the user of the service is an end-user, and not the ITAU. The ITAU only
represents the end-user. If the service requires a named access session, the adaptation unit needs to provide the
password. If the password is not part of ther equest NanmedAccess operation executed by the adaptation unit,
the retailer will throw an exception and the password needs to be resolved by querying the end-user. The retailer
should indicate how to resolve the exception, what voice response system should be used, which message should
be played, etc. Another solution is that a service optiona part includes the possibility to resolve the consumer’s
password by the ITAU before the actua service needs to be started. To realise this, the service provider who
offers its services via the ITAU needs to indicate which resources in the network must be used to resolve this
information, which messages must be played, how the information must be gathered, what kind of information
can be expected, etc. By making use of the optional part, the configuration needs to be done once, and can be
applied each time the service isinvoked.

Remark that the use of resources in the network prior to the establishment of the access session is not limited to
resolving password information. Another option is to play specific messages, depending on e.g. time of day, day
of month, etc. Knowing this, it is also clear that the service optional part is not restricted to servicesthat require a
Named access session, but can aso be applied to services that demand an anonymous access session.

The management interface allows the enterprise, among other things, to configure the mandatory and optional
settings that apply to a service that she desires to offer via the ITAU. The configuration describes the way the
service can be triggered, but also captures the service criteria, the voice respond system that needs to be used
when the service is triggered, whether an anonymous or a named access is required, the information that is
supposed to be exchanged, etc. As starting point for the ITAU management interface, the TINA subscription
management specification is chosen. This specification is described in detail in [9, version 1.0b]. As a matter of
fact, the management interface is constructed such that the TINA specifications for subscription management are
further resolved, and require no changes.

5.1. Common types
Type definitions needed for the management interface are as follows:

typedef long t_Duration;

typedef |ong t_RangelLengt h;

typedef short t_DigitPressed,;

enumt_ O her KeyPressed {PoundSign, Star};

uni on t_Networ kAddress switch(short) {
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case 1: string |PAddress;

case 2: string SS7Address;

case 3: |long E164;

case 5: long GSM

case 6: string URL;

case 7: string addressNot Known;

s

enum t_AddressType{
Cal | Fronri gi nati on,
Cal | FronDest i nati on,
Cal | O Ori gi nal Desti nati onAddr ess,
Redi recti ngCal | Addr ess

s

struct t_Address {
string addressNane;
t _AddressType adressType;
t _Net wor KAddr ess net wor kAdr ess;
bool ean fi xedRange;
// may be convenient to know, also in | NAP
t _RangelLengt h rangelLengt h;
//the range value, if appropriate

}s

struct t_Resource {
string ResourceNaneg;
bool ean di sConnect Fr onResour ceFor bi dden; //default = true
t _Address networ kAddr ess;

b

enum t _tenpl at eError Type {unKnownServi ceTenpl ate, InvalidServiceTenpl ate};
enumt _tenplateState {active, passive};

The duration can e.g. be used to indicate the maximum length of a message that can be played and should be
measured in seconds. The uniont _Addr essType alows addressing resources by different address types; the
network address of aresource that needs to be used is subsequently specified by t _Addr ess. The range length
of, for instance, the digits that need to be provided can be restricted by t _RangelLengt h. The TINA
subscription management is extended by two template related issues, namely t _tenpl ateState and
t _tenpl at eError Type. Thelatter adlows aflexible use of exceptions, whereas the first is needed as soon as
you alow a service template to be in more positions than only the active state. The resource that can be used in
the IN domain, for services outsourced viathe ITAU, isindicated by t _Resour ce.

Service offered viathe ITAU can be described by using thet _Ser vi cePr of i | e asintroduced in [9, version
1.0b]. To redlise this with a minimum of changes to TINA’s subscription management specifications, the type
definition of t _Ser vi ceDescri pti on (the primary part of t _Ser vi ceProfi | e) needsto be specified.
The specificationt _Ser vi ceDescri pti on consists of 4 elements: aserviceld, auser service name, alist of
service common parameters and a list of service specific parameters. The management interface of the ITAU is
constructed by specifying a set of common service parameters. These service parameters are specific for the
ITAU and therefore need to be identified as such. The use of an ITAU service is outlined by using a service id
that starts with the number 4828. Why choose 4828? Well, we need to identify an ITAU service some how, and
the numbers 4828 spell — among other words — ITAU on the keypad of atelephone set. Summarising the above,
all serviceids provided by the ITAU must start with 4828. If not, the ITAU is non-compliant to the specification
answered in this RFP.

Recall that the parameter type as specified in [9] aready has a field that describes the extent to which the
parameter can be configured.
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5.1.1. Mandatory parameters

This subsection describes the parameters that are compulsory when offering telephony services viathe ITAU.

The type of access session that is requested for the ITAU service is obligatory. This type is described by
t _AccessType, defined as follows:
enumt_AccessType {NanedAccess, AnonynmousAccess};

The criteria for the service offered viathe ITAU. These criteria are specified as follows:
union t_ServiceCriteria sw tch(unsigned short) {
case 1:1ong dial edNunber;
case 2:1ong callingLinel D
case 3: string serviceKey;
/le.g. detection point; nmaybe typed as a short?
case 4: bool ean serviceNot Avail able; //default = fal se
default: t_AddressAndServi ce addressAndServi ce;
1
In this context, t AddressAndServiceistyped as follows:

struct t_AddressAndService {
[ ong cal | edAddr ess;
string servi ceKey;
[ ong cal | i ngAddr ess;
| ong | ocati onNunber;
i
The information that needs to be sent to the party that initiated the service is defined in the structure called
t InformationToSend. It istyped as follows.
Struct t_Informati onToSend {
t _MessagePl ayed nessage;
string displaylnformation;
t _Tone tone;

1
The newly introduced information fields to realise this are typed as follows:

struct t_MessagePl ayed {
string nessageNane;
t _Resource resourceToBeUsed,;
| ong nmessageVal ue;
| ong nunber O Repetitions;
t _Duration duration;
1
where,
struct t_Tone {
| ong tonel D
t _Duration duration;
| ong frequency; /1 measured in [Hz]

s

The access network used by the party involved in the service. Depending on the access network used, the
service offered via the ITAU may differ. As an example, if the calling consumer uses an ISDN access
network, the service provider may send information to be displayed at his telephone set, whereas this is not
possible for POTS consumers. Other information that can be useful for the service provider to know is the
minimum transmission capacity of the access network used. It is typed as follows
struct t_AccessNet wor kUsed{

t _Cal |l edAccessNet wor kType accessNet wor kUsed,;

t _Cal | edAccessNet wor kBear er Capacity capacit yAccessNet work;
i
Cdll event. If the party who is involved in the service presses during this service one of the keys on the
telephone pad, e.g., a number, the flash key or another key, the service may react correspondingly on this
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action. For instance, pressing ‘9" may mean to end the service. The enterprise that offers a service needs to
indicate whether possibilities in the area of mid call events are sustained during the service, such that the
ITAU knows whether it should take action or ignore it. The corresponding action is performed at the call
control level. It istyped as follows:
struct t_MdCall Event ({

string event Nane;

bool ean ni dCal | Event Sust ai ned;

t _Event Type event Type;
i
where,
union t_Event Type switch (short) {

case 1: t_ O herKeyPressed ot her KeyPressed,;

case 2: t _DigitPressed digitPressed;

s

5.1.2. Optional parameters

Just as the mandatory parameters, the optional parameters for telephony services offered viathe ITAU must have
aserviceid that starts with 4828. Asthetitle already gives away, the enterprise that offersaserviceviathe ITAU
is not obligatory to specify the service description parameters described in this section. This means that given a
service offered viathe ITAU, the parameters explained in this section may be used, but not have to.

Services offered viathe ITAU may require that the IN domain gathers information prior to the actual start of
the service. This lowers the communication between the ITAU and the enterprise that offers the service, not
needing to exchange information real time that is known in advance. If the enterprise that offers the
telephone service viathe ITAU requests that information needs to be gathered, it should be typed as follows.

struct t_Col | ect edl nf oNeeded {
t _Resource resourceToBeUsed,;
unsi gned | ong m nunumMlunberOf Di gi ts;
unsi gned | ong maxi munNunber O Di gi t's;
short nunmberODigits;
bool ean fi xedLengt h;
string endO ReplyDigit;
t RecordedMessage speech;

where,
struct t_RecordedMessage {
t _Duration nmaxDuration;
t _Duration timeQut;
string recordedMessage;

5.1.3. Exceptions
In what follows, we describe the exceptions that are needed for the control of service templates.

The parameter given isinvalid.
exception e_invalidParaneter {
Subscri pti onCommonTypes: :t_Paranet er paraneter;
i

The serviceid given is not known to the ITAU
exception e_unknownServiceld {
AccessConmonTypes: :t_Serviceld serviceld;
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1

The parameter given is not expected in e.g. the access type used for this service.
exception e_unExpect edParaneter {
string unExpect edPar anet er;
1

The template given does not contain one or more parameters that are classified as mandatory.
exception e_nissingParaneter {
string nmandat or yPar anet er;

5.2. Interfaces

A single interface covers al the operations needed to define and modify service templates, and not yet defined in
TINA’s subscription management  specifications. Exceptions introduced for this interface are
e_invalidTenpl ate and e_i nval i dTenpl at eSt at e. The interface that enables service template
control iscalledi _Ser vi ceTenpl at eCont r ol and covers the following operations.

listServiceTemplates () — It returnsthe list of serviceidsthat are related to the templates associated with the
service contract. Recall that a TINA service contract is uniquely identified by the combination of a service
id and the account number.

getServiceTemplate () — It returns a service template, associated by the service id provided.
deActivateService () — It deactivates a particular service, associated by the serviceid provided.
reActivateService () — It re-activates a particular service, associated by the service id provided.
addServiceTemplate () — It adds a particular service template to the service contract and, as such, adds a
new service that becomes available via the ITAU. If the template does not confirm to the service contract,
the exception e_i nval i dTenpl at e israised. As mentioned before, the template requires some specific
parameters. |If a mandatory parameter is missing, a given parameter is not correct or if a parameter is
specified that is not confirming to the service contract, the exceptions e_m ssi ngPar anet er,
e_unExpect edParanet er, e_inval i dParanet er areraised accordingly.
modifyServiceTemplate () — It modifies an aready existing service template. If the service template does
not exist yet, the exception e_i nval i dTenpl at e israised. If amandatory parameter is missing, agiven
parameter is not correct or if a parameter is specified that is not confirming to the service contract, the
exceptions e_m ssi ngParaneter, e_unExpectedParaneter, e_invalidParaneter are
raised accordingly.

removeServiceTemplate () It removes a service template from the associated service contract. If the service
ID provided is not correct, or if no service template is associated with the service id given, the exception
e_unknownSer vi cel d israised.

6. Answer to specific issues

6.1. MSCs for Terminating Screening and Credit Card Calling Service

In this section, we use some Message Sequence Charts (MSC) to describe how the two RfP services, the
terminating call screening service and the credit card calling service, can be realised with the proposed ITAU.

6.1.1. Terminating Screening Service
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1-Initial DP()

2-requestAnonymousA ccess()

»

3-setUsrCtxt()

4-startService()

| 5-routeCallToDest_REQ()

6-RequestReportBCSM ()

A

7-Continue()

A

8-EventReportBCSM ()

9-routeCallToDest RES()

10-endA ccessSession()

Figure 7.  Call Screening PARLAY style , and TINA access; number already complete

Description:

requestAnonymousAccess(): dummy access that executes common parts of services
setUsrCtxt(): informs about consumer domain configuration

startService(): the service execution starts

routeCall ToDest_Req|(): the will be tried to establish

routeCall ToDest_Res(): The application will be informed about the status of the call (busy,
answer...)

10. endA ccessSession(): now we have a TINA compliant end of the session. We think there is no
problem in terminating the access session initiated from the ITAU

cokrwn

6.1.2. CallingCardService

L-Initial DP() >
w 2-ConnectToRecource()
< 3-PromptAndCollectlnformation()
4- Result() R
5-requestNamedA ccess() >
6-setUsrCtxt() >
7-startService() >
Here follows the service execution
24-endA ccessSession() >
Figure 8.  Access of CallingCardService
Description:
5. requestNamedA ccess(): establishing access session for calling card user
6. setUsrCixt(): informs about consumer domain configuration
7. startService(): the service execution starts
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8-createUl ()

A

9-sendinfoAndCollectCall_Req()

A

10-ConnectToResource()

A

11-PromtAndCollectl nformation()

A

12-Result

13-sendinfoAndCollectCall_Res()

14-getCalllnfo_Req()

A

15-CallInformationReguest()

A

16-routeCall ToDest_Req()

A

17-RequestReportBCSM()

A

18-Connect()

A

19-EventReportBCSM()

20-routeCallToDest_ RES()

21-CadllInformationReport()

22-getCalllnfo_RES()

23-releaseCal()

<
<

Figure 9.  Service part of Calling Card Service

8. createUl(): retrieve an user interaction interface (specia resource), this means the physical equipment
will be automatically chosen

9. plays an announcement and requests the user input

13. retrieves the information given by the user

14. regquest call related information (duration of the call time and date)
16. starting the establishment of the call to the desired destination

20. retrieves status of the call

22, answer to 14. received

23. release the call

6.2. How to use TINA Ret Usage

This section explains how to translate INAP into the usage part of the Retailer Reference Point. The main
motivation for this mapping is to define, based on TINA previous works, a service architecture for IN, i. e. to
(re)define service components which can be reused in telecommunication services, or only in IN-like services.
The definition of this componentsis expected to ease reusability, service composition and federation.

6.2.1. Overview

The usage part of Ret-RP can be split into the TINA Service Session Model and TINA Communication Session
Model. The TINA Service session model can be itself divided in Feature Sets, which correspond to
functionalities an end user can adopt or not once the service is launched. As it is explained in the following
section, a subset of the TINA Service Session Modd, i. e. some feature sets, is enough to express IN capabilities
in this TINA formalism. Concerning the Communication Session model, an altered use of the interfaces defined
in the Retailer Reference Point [6] could be proposed for IN [1]. In this document, a simple tel ephony-dedicated
communication session model is proposed in 6.2.3. This addition is due to performance reason, rather than to
TINA limitations, and takes into account the two telephony specificities: first, the simple hop-by-hop bi-
directional connection, which does not require a TINA connection management, second the possibility of a
called party to be busy or non answering. This telephony communication session model can of course be used for
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alN to TINA call, and the CSM in this case can be compliant with this telephony communication session model
on the IN side, and still compliant with the classical TINA communication session on the other side.
As defined in [8], TINA services include at least the following services. telecommunication services,
management services, and information services. The usage defined in [6] proposes interfaces for
telecommunication services, and could be extended easily for information services such as video on demand.
They are designed to be independent of service and network infrastructure, and to be accessed universaly,
independently of the terminal location and type. Even if the TINA usage is optional, the mativation for reusing
the classical usage interface is to offer:
- the IN access to the services which are accessible by classical TINA terminas (DPE-enabled).
Then the service developed following the TINA principles is realy accessible by different
networks.
a unified and long term solution for telecommunication services, since a rea architecture is here
proposed in the service side. Rapid new services development, service composition require a
modular reusable and extendable service architecture.

Eventualy, information services such as vocal mail services could be defined with extensions of the service
session model, for resource control.

6.2.2. Service Session interfaces

Several feature sets, composing the service session model, as defined in [6], seem irrelevant in the IN
environment. The vote, the Stream Binding information and the resource control feature sets do not have a strong
meaning for asimple IN call: the IN services are simple, compared to the many possibilities a TINA service can
offer. Anyway, at the service beginning, the user communicates the interfaces available in its domain, thus
choosing the feature sets which will be usesin this particular service session. It isthen expected that an End User
proxy will declare only the relevant feature set it needs for an IN service.

Therefore, it is proposed to avoid the use of the Vote, the Stream Binding information and the Resource Control
Feature Sets since they offer capacities which are never used in IN CS-1 services. Eventually, they could be
implemented on each side of Ret RP (in the SSM and in the ssUap, located in the adaptation unit), but since the
ssUap would not need to trandate them in INAP, it is more efficient to decline their use the soonest, i.e. a the
service initialisation ( setPartyCtxt() ), in order to limit the unnecessary communication between the ITAU and
the TINA service. Unlike those three feature sets, two others have a strong meaning in IN and must be used.
First, the invitation feature set will cover the permission to route a call, and the stream binding will be used to
describe the connection between the caller and other parties. The Communication session as defined in [6] will
be used to perform the IN connection.

The Basic Feature Set

Obvioudly, the Basic Feature set is mandatory, and is used to start the service session interactions and to end it.
However, according to [24] is proposed to use setPartyCtxt() instead of the
registerinterfaces() . The interface of the Basic Feature Set i_ProviderBasicReq is defined in
annex.

The Multiparty Feature Set

The Multiparty feature set must be supported in the case the adaptation unit and the service are compliant to the
TINA usage. The mandatory interfaces are i_PartyMultipartyExe and
i_ProviderMultipartyReq. The i_ProviderMultipartylnfo interfaceisnot mandatory in the
ITAU case, since the invitation acknowledgement is quite untranslatable in INAP, but it can be implemented, if
the adaptation unit developer thinksit can be useful (for example amessage is played informing the caller anew
party is about to join the session). It is known that the choice of adopting it or not has no consegquence on the
service implementation.

When the service session is handled by the EUP, its ssUap connects to the USM and if it needs to be connected
to a party, or resource, i.e. to establish a connection in the IN, it should follow the TINA procedure, which
begins by sending an invitation. The invitation does not appear in INAP, but it formalises a very common IN
mechanism. For instance, an 800 service may check conditions, e.g. the caller identity and the destination of the
cal, and if it is authorised, the call can be routed. Similarly, ablack list service is all about checking the caller
identity, typically in the called party UA. In these cases, the IN service, or at least a part of it, can be seen as an
invitation filtering service. The Multiparty Feature Set invitation provides fully this capability. Once the service
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session has been launched, the EUP must invoke the i_PartyMultiPartyReq: :inviteUserReq().
This invitation must be accepted if the service logic allows the connection. For an 800 call, for instance, if the
caling party location isin the good area, and if the dateisin the right time frame, an IN service logic accepts the
call and then redirect it with the INAP connect() operation. Here, the service logic should first answer
positively the invitation, allowing the EUP to request a stream binding establishment with the called party.

The Participant Oriented Stream Binding Feature Set

The Participant Oriented Stream Binding Feature Set must be supported in the case the adaptation unit and the
service are compliant to the TINA usage. The needed interfaces are: i_PartyPaSBExe,
i_PartyPaSBInfo and i_ProviderPaSBReq.

If theinvitation is positively answered by the SSM, the following TINA Ret-RP operation is the establishment of
a stream binding. Here, The EUP would invoke an i_ProviderPaSBReq: :addProviderPaSBReq()
operation. The parameters would be :

i_ProviderPaSBReq: :addProviderPaSBReq(

in TINACommonTypes::t_ParticipantSecretld myld,

in TINAStreamCommonTypes::t SBType sbType,

in TINASBCommSCommonTypes::t_MediaDescList media (QoS phone or mobile
type: audio)

in TINAPaSBTypes::t ParticipantDescList regMembers,

in TINAStreamCommonTypes::t SFEPServDescList requesterSls,

in TINAStreamCommonTypes::t SBSuccessCriteria criteria,

in TINAStreamCommonTypes::t SBRecover recActions,

in boolean wait,

out TINAStreamCommonTypes::t SBBindState status );

The sbtype isastring.
media isalist of t_TypeDesc, which is a complex data type to describe and set requirements for a media
type within a stream binding. It is composed of a pair of t_typeld and a t_attribList. The value of

t_typeld should be “phoneCal 1", to define the QoS of the connection.

The regMembers type contains the description of the parties to be connected with. In most cases, thereis only
two partiesin an IN call, so there should be one party described in this data.

The requesterSlsisalist of the following structure::
struct t_SFEPServDesc

{
t_SFEPId id;
TINASBCommSCommonTypes: :t_SFEPComDesc desc;
t_SFEPBindName tag;
t_SIName si;
Object silfRef;
}-

Asthe IN cal is aby directional connection, there will be two SFEPs to communicate to the service, thus two
SFEP descriptions. The description of the SFEP isin the type: t_SFEPComDesc.

struct t_SFEPComDesc

{
t_SFEPName name;
t_SFEPDirection dir;
t_AdministrativeState adState;
t_MediaDesc media;
Object ifRef;

}:

One SFEP will have the direction source, and the other the sink.
The i FRef isthe TCSM interface reference.
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It is expected that the wait value is false, as this method should return is this case after the actual IN connection.
Because this method could block quite a long time, until the time the call is re-routed, and the called party
unhooks.

At this step, the service has reguested the establishment of a connection for a phone call, i.e. s stream binding
with two SFEPs managed by the EUP, to be connected with the invited party. The communication session is then
launched to resolved the SFEP and set-up the Stream flow connections.

6.2.3. Communication Session interfaces

The Communication Session is used in TINA to determine the network flow end points, i.e. network addresses,
and to establish the connection between them. Thus, the communication session can be compared in the IN
world to the routable number retrieval. In this section, a communication session dedicated to IN is proposed, in
order to cope with the IN specificities, and to limit the overhead due to the whole TINA communication
procedures, which are quite complex for a smple POTS connection. This alternative communication prevents
the use of the ConS and TCon Reference Points for a classical call from and to the IN, but does not preclude its
use in case the call is re-routed to alayer network controlled by a TINA connection management. This chapter
explains this communication session model, its impact on the CSM and the way the TCSM tranglates the
communication session into INAP. The new TCSM interface explained in the following does not preclude the
use of the classical TCSM interface with the other parties, in the case of an IN to TINA call (e.g. IN to Internet).

Overview

The TCSM interface is similar to the classical one defined in [6], but the processing of the CSM has been
changed, in order limit the number of CORBA interactions. This adaptation of the communication session is
proposed to make it efficient, and to avoid a connectivity session through ConS and the use of TCon Reference
Point. However, the CSM should integrate this customisation and adopt the IN dedicated behaviour when
needed, but it can also keep its classical TINA behaviour, in case of areal generic TINA platform.

Justification of the simplified communication session model

Since IN relies on the classical hop-by-hop routing mechanism of the Switched Circuit technology, the
connection part of the IN service logic does not address the connection management, as it is defined in the
Network Resource Architecture. IN SCPs does not control the network switches in a top-down mode, they only
give routing and charging information that the classical call control functions inside the switches can process.
Moreover, the INAP connection related mechanisms are very simple, compared to the Communication and
Connectivity Session, which offer advanced capacities, not needed in IN. What is needed in IN is the
communication of an E.164 number, or even nothing, when the call just need to be continued. The powerful
interfaces defined in the Communication and Connectivity Session allows advanced stream bindings, based on
unidirectional stream flow connection between, possibility to choose different QoS, technologies and codings,
the possibility to choose a connectivity provider, etc... These capacities are not offered in IN: the connection
will always be a two way voice connection, already initiated in the network operator domain. These capacities
introduce an overhead which must be avoided in the IN case, where performances remain an important issue, and
where the benefit of these TINA mechanism is not straightforward.

Because of these considerations, an adapted Communication Session Model is proposed, in order to cope
efficiently with the IN limitations. This change should be implemented in the generic CSM as an alternative
behaviour when the caller meet the IN conditions, but a service platform only accessible through ITAU could
only implement this IN dedicated communication session.
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1: addProviderPASBReq(Audio,inviter&invitee 1Ds,2SFEPs)

The SFEP are descriied in t SFEPComDesc:
itgives the TCSM IR
2

Voting not shown, if anuy j

3: joinPartyPaSBExe

4: return(sfepRegistrationinfoList)

The SFEP are described in t_SFERComDesc: it gives the TCSM IR

5: setupFlowCommSession

6: queryCapabilities(in sfepComDescList)
7: return: capabilities

the name for IN “transport.IN.gstn" 9: return(capabilities)
The CSM has detected itis a IN call

a Capabiliies is described by the struct t_Capability T 8: queryCapabilities(in sfepComDescList)

10: 2 selectCapabilities

11: 2 return(NFEP)

the NFEP is described in a struct t_ ANFep
A attribute contains the E.164 address
There are 2 selectCapabilities: one per
SFEP

12: setupTEC(E-164number.
- P €

13: RER,Connect(E.164number)

14: EventReport(busy)

15: return(exceptionBusy)

16: 2 selectCapabilities(busy)

17: 2 return (NFEP)

18: setupTFC(E. 164 number)

19: RER,Connect

20: EventReport

21: return

22: Return setup

23: return addProviderPaSBReq

Figure 10. The adapted communication session

Description of the simplified communication session model

The ideaisto bypass the use of ConS between the CSM and a CC , and then the TCon use between the LNC and
the TLA, and finally to adapt the communication session to the IN needs.

Because the SSP only requires a simple phone number, without QoS or coding requirements, the Terminal Flow
Connection, binding the SFEPs (sink and source) to a bi-directional NFEP is enough. Here, the operation
connects the SFEPs, that isto say a TINA representation of theinitiating half call, to the NFEP which will be the
encapsulation of the call destination address. This idea is a systematisation of the existing situation where the
TINA terminal is aready distributed in the telephone network: the user interface is performed by the phone set
and the network node implementing the SRF, and that the end user’s service components arein the ITAU.

Thistrick requires atechnology dependant CSM, or at least an additional behaviour in the classical CSM. When
the CSM detects the NFEP from the calling party is in the IN, the result of the selectCapabilities()
invoked on the called party, the destination NFEP, must be send through the setupTFC(). In Fig. 10: The
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adapted communication session, the mechanism is shown and commented. The interaction between CSM and the
caled paty are out of the scope of the ITAU, but explains the E.164 number retrieval. The
queryCapabilities invocations are performed normally by the CSM, and the CSM detects with the
capabilities name that the call is initiated by an IN user: the InType of the returned Nfep is equal to
“IN_halfcall”. At this step, the CSM knows the initiating party is in the IN world, thus will not invoke a
selectCapabilities()on the EUP's TCSM, but asks possibly through a selectCapabilities()
the routable number to the called party. In the return value, the called party gives its routable number, and this
NFEP which must be an E.164 address can be returned to the ITAU as the NFEP in the setupTFC. If the
connection can not be performed, for example because the called party is busy or non answering, the CSM
would ask with another selectCapabilities anew NFEP/routable number to the called party, until the
called party decide the call to be aborted.. In the case, the selectCapabilities will return a abandon
value, that will be transmitted to the SSM. Then, the SSM can send back to the EUP s ssUap the
t_PaSBSetupErrors exception, with possible vaue: PaSBSetup CommsNotAvailable or
PaSBSetup_NoPathFound. On the caled party TCSM, the selectCapabi lities parameters must be
enriched by a parameter giving the value of the previous attempt: busy or no_answering.

In the case the called party is not in the GSTN, the CSM could eventually retrieve an address of a media
gateway, in order to redirect the call to another technologic network. Then the CSM can of course use, through
ConS-RP, a connection management, and an adapter [10, section 4.4.2.3] which encapsulates the control of the
media gateway. However, the TINA connection management which could control the connection from the media
gateway to the called party termina through a TINA transport network must been implemented outside the
ITAU and istherefore out of the scope of the RFP.

6.3. Intelligent Peripheral Interface

6.3.1. The interface description

In this chapter the optional requirement concerning the IN special resource is answered. The external Intelligent
Peripheral (IP) is currently INAP interfaced, to be controlled by the IN service logic. However, its INAP
interface could be replaced by a CORBA based interface for non functional reasons. A CORBA based service
could then access the IP directly through CORBA instead of SS7.

Another possible work could be to define the whole integration of the IP in a TINA architecture with an
associated complex IP control API such as the Call Control Interface. This could allow to specify the use of
vocal resources for TINA information services, e.g. a unified messaging service. This work is not addressed in
this document and is for further studies.

In the IN-TINA configuration defined in this document, the ITAU isolates the network technology adaptation,
here, the narrow-band voice network. Since the End User Proxy represents the end user in the IN service layer, it
should handle one TCAP dialogue with the SSP and should trangdlate it in the TINA side. If the IP is not
integrated in an SSP and is INAP interfaced, a new TCAP dialogue is launched with an
AssistRequestiInstruction invocation. The SCP must then detect the correlation of this new TCAP
dialogue with the corresponding SLI. Of course, in the TINA configuration, the IP still needs to begin a
communication with the IN TINA service. Because the IP use is an IN technology mechanism, this should be
done by the ITAU. That is particularly obvious if the IP is TCAP interfaced. However, as the same SLI controls
two TCAP dialogues, the same EUP must control the IP for the corresponding call. Then the EUP has acomplete
control of the network and the service. The adopted design for the CORBA IP interface is then the
EUP/specialised resource object (SRO) which represents a call in the IP.

However, the whole service could be designed in another way, where the SSM itself, or the called party
components access the IP to contral it, bypassing the ITAU. In this configuration, the same CORBA interfaces
are still valid, although the i EUP_srControlCS1 interface is not the interface of one of the ITAU EUPs,
but the interface of the SSM or of another component involved in the service session.

The CORBA interfaces defined for the IP IN-TINA service communication are the following:

i_EUPdirectory, which allowsthe brokering of EUP references

_EUP_srControlCSI, which alows the EUP to receive messages from the IP

i_SRF _callCS1, which alows the specialized resource object to receive messages from the IN-TINA
service
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6.3.2. Initiating the dialogue

When the IP receives an assist indication from an initiating SSP, the IP instantiates a SRO, and needs to
communicate its i SRF calCSl reference to the EUP, as wel it needs to get the EUP's
i_EUP_srControlCSI reference. The i_EUPdirectory object implements the brokerage of EUP
reference. This object is chosen by the SRF, according to the scfID given in the
EstablishTemparyConnection operation invoked to reconnect the cal to the IP. As the mapping from
the scfID to an SCP SS7 address with the INAP AssistRequestintruction operation, the mapping of
scfID on the CORBA reference is decided by the network operator. A straightforward solution isto instantiate an
EUP directory object in every ITAU, in order to have a simple relationship between scfID and
i_EUPdirectory reference.

Executing the retrieveEUP method, the i _EUPdirectory implementation object transmits the
i_SRF_calICS1 reference to the corresponding EUP according to the correlationID, and gets the EUP
reference to send as areturn value.

6.3.3. Interaction with the call party
The i_ SRF callCS1 object implements playAnnouncement, cancel and
promptAndCol lectUser Information which are the counterpart of the same name CS-1 INAP
operation.

To cope with the INAP transaction mechanism, the following INAP to CORBA mapping is proposed:
The INAP primitiveis translated by a synchronous operation in CORBA, with avoid return value.
The CORBA arguments are the same than in the INAP operation, plus an ID determining the operation for
the possible exception, and an additional boolean lastComp parameter determining if the counterpart of
the TCAP transaction is ended. If the boolean is set to false, there is another operation to come and to be
processed as it should be done if these operation were in the same TCAP message. If it is set to true, the
operation should be considered as the last of the TCAP transaction: the previous operations and this one
should be executed. If lastComp is set to true for every operation, the CORBA dialogue is almost
classical, with operation exception defined as a CORBA operation, and if lastComp isused to emulate a
TCAP transaction, i.e. set to false for at least one operation, the TCAP execution behaviour must be
adopted.
If the processing of the invocation triggers an error, the corresponding CORBA operation of the
i_EUP_srControlCSI must be invoked. The ID alows the SRO to determine which invocation has
failed.

6.3.4. Disconnection

When the connection from the initiating SSF is released, the specialised resource object can be deleted or
reinitialised. Inthe ITAU, the EUP which sent the Di sconnectForwardConnection operation knows that
thei SRF callCSLl reference is no more valid.

6.3.5. Interface description

The IDL interfaces of the EUP and the specialised resource object implementing i SRF_callCS1, are closely
inspired from the TCAP primitives. To deal with the transaction capabilities and the cancellation of operation,
the primitives are mapped onto CORBA operation with an operation ID, which isthe CORBA counterpart of the
component ID. The return value of the INAP primitive which has a returned value,
PromptAndCollectUserInformation, is sent to the EUP with the CORBA operation:
PCUIReceivedInformation. The EUP choose by itself the op 1D, which must be new in this dialogue. If
thereis aconflict, which of course should not happen, the SRO must launch the e_BadParameter exception,
and the corresponding operation isignored.

The interface of the EUP directory is:

interface 1_EUPdirectory {
exception e_retrieveError { string reason ;};

i_EUP_srControlCSI retrieve(in i_SRF _callCS1 sro, in CorlIDType corld)
raises ( e _retrieveError );

)
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The interface of the specialised resource object is:

interface 1_SRF callCS1 {
void playAnnouncement (
in t_oplD id,
in t_playAnnouncementArg paarg,
in boolean lastComp)
raises (e_BadArguments, e Error ) ;

void promptAndCollectUseriInformation (
in t_oplD id,
in t_promptAndCollectUserInformationArg pcuiarg,
in boolean lastComp)
raises ( e BadArguments, e Error );

void cancel (in t_oplD id,
in t_oplD opToCancellD,
in boolean lastComp)
raises ( e BadArguments, e Error );

The interface for the EUP is:

interface i_EUP_srControlCSI {
void specializedResourceReport(in t _oplD id)
raises ( e BadArguments, e Error);
void PCUlreceivedInformation (in t oplD id,
in string info);

The INAP digits have been translated into a CORBA string.
The INAP error are mapped into CORBA operations, since the asynchronism and the TCAP transaction
mechanism prevents areal use of CORBA exceptions:

void cancelled(in t_oplD id);
void cancelFailed(in t_oplD id,

in t CancelFailedArg cfarg);
void missingParameter(in t_oplD id);
void parameterOutofRange (in t_oplD id);
void systemFailure(in t _oplD id);
void taskRefused(in t _oplD id,

in t_taskRefusedArg trarg);

void unavailableResource(in t_oplD id);
void unexpectedComponentSequence(in t_oplD id);
void unexpectedDataValue(in t_oplD id);
void unexpectedParameter(in t_oplD id);

¥

The following MSC shows a new mechanism replacing the classical [INAP scenario:
EstablishTemporaryConnection/ assistRequestinstruction/ playAnnouncement/
PromptAndCol lectUserInformation/ DisconnectForwardConnection
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ssp ‘ call ‘ EUPdirectory ‘ ‘ EUP
1: ConnectToressource
2: ETC(scfQD, correlationID)
3
4: new sr_call_fCS1
5: retrieve()
6: [EUP ref] _
7: (connection ack)
8: playAnnoucement(notLasComp,
9: promptAngCollectUserInformation(lasiComp)
10: PCUIReceivedInformation(info)
11: DisconnectFromRessource
12:DFC
13:
14: delete sr_call_fCS1
Figure 11. Use case of the CORBA based IP
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APl
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MAP
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Ret RP
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SCF
SDF
SRF
SSF
SSM
SSP
SS7
TCAP
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Application Programming Interface
Abstract Syntax Notation One

Common Object Request Broker Architecture
Customer Premises Equipment

Computer Telephony Interface
Distributed Processing Environment

End User Proxy

Interface Definition Language

Intelligent Network

Intelligent Network Capabilities Set 1
Intelligent Network Application Part

IN TINA Adaptation Unit

Mobile Application Part

Media Gateway Controller Protocol
Messages Sequence Charts

Object Management Group

Object Oriented

Retailer in TINA terminology

Retailer Reference Point

Request For Proposal

Service Control Function

Service Data Function

Service Resource Function

Service Switching Function

Service Session Manager

Service Switching Point
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ANNEX

IDLs
Common Types
Access Interface
Call Control Interface

Management Interface

//Tile cfmgmntitaucommontypes.idl

#ifndef _cf _nmgmmt itau _comon_types idl
#define _cf _nmgmmt itau _comon_types idl

#i ncl ude " Cf CommonTypes.idl"
#i ncl ude " Cf AccessComonTypes.idl"
#i ncl ude " Cf Subscri pti onConmonTypes.idl"

nodul e Mgmt |t auConmonTypes {

typedef long t_Duration; /1 [sec]

typedef |ong t_RangelLengt h;

typedef long t_Call edAccessNet wor kBear er Capacity; //[bits/s]
typedef short t_DigitPressed,;

enumt_ O her KeyPressed {poundSign, star};

enumt_Cal | edAccessNet wor kType {I SDN, GSM |P, ATM Not Defi ned};

struct t_AccessNet wor kUsed{
I I edAccessNet wor kType accessNet wor kUsed,;

t Ca
t _Cal | edAccessNet wor kBear er Capacity capacityAccessNet work;
1

uni on t_Networ kAddress switch(short) {

case 1: string |PAddress;

case 2: string SS7Address;

case 3: |long E164;

case 5: long GSM

case 6: string URL;

case 7: string addressNot Known;

union t_Event Type switch (short) {
case 1: t_ O herKeyPressed ot her KeyPressed,;
case 2: t _DigitPressed digitPressed;

struct t_MdCall Event ({
string event Nane;
bool ean m dCal | Event Sust ai ned;
t _Event Type event Type;

}s
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enum t _Addr essType{
Cal | Fronri gi nati on,
Cal | FronDest i nati on,
Cal | O Ori gi nal Desti nati onAddr ess,
Redi recti ngCal | Addr ess

s

struct t_Address {
string addressNane;
t _AddressType adressType;
t _Net wor KAddr ess net wor kAdr ess;
bool ean fi xedRange; /1 may be convenient to know, also

present in | NAP

t _RangelLengt h rangelLengt h; //the range value, if appropriate
b

/1 already in subscripti onCormonTypes
/1 Configurability of the | TAU owner nust be realized by choosing
/1 FI XED_BY_SERVI CE_PROVI DER

/1 enum t_ParamneterConfigurability {
11 FI XED_BY_RETAI LER,

/1 FI XED_BY_SERVI CE_PROVI DER

/1 CONFI GURABLE_BY_SUBSCRI BER

/1 CUSTOM ZABLE_BY_END_USER

I}

/1 already in subscripti onComonTypes; included for clarification
reasons

/1

/1 typedef sequence<t Paraneter> t_ ParaneterlList;

/1

/1 struct t_Paraneter ({

/1 t _Par anet er Nane nane;

/1 t _ParaneterConfigurability configurability;

/1 t _Par anet er Val ue val ue;

I},

/1 already in subscripti onCommonTypes; included for clarification

reasons

/1 struct t_ServiceDescription {

/1 AccessConmonTypes: :t_Serviceld serviceld;

/1 AccessConmonTypes: :t_User Servi ceNane servi ceNane

/1 Subscri pti onCommonTypes: :t_Paranet erLi st servi ceCormonPar ans;
/1 Subscri pti onCommonTypes: :t_ParaneterLi st servi ceSpecificParans;
Iy

/1 Typing of paraneter values that nmakes outsourcing via | TAU
possi bl e:
/1 Services for the ITAU are characterized by a service ID that

starts with 4828

/1 (FYl: 4828 spells ITAU - as well as many ot her words- on the

keypad of a tel ephone set)

t ype.

/1 1If the service ID starts with 4828
/1 one of the service conmon paraneters MJST contain a val ue access

/1 1t shows the kind of access that is required for this service.
/1 1f this parameter is nissing, an exception is raised.
/1 This paraneter value is typed as foll ows:
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11

enum t_AccessType{ NanedAccess, AnonynbusAccess};

struct t_Resource {
string ResourceNaneg;
bool ean di sConnect Fr onResour ceFor bi dden; //default = true
t _Address networ kAddr ess;
/1 Since the t _resource is the paraneter value, the
/1 configuarability is already covered at t_paraneter |evel.

s

struct t_RecordedMessage {
t _Duration nmaxDuration;
t _Duration tinmeQut;
string recordedMessage;

}s

struct t_Col | ect edl nf oNeeded {
t _Resource resourceToBeUsed,;
unsi gned | ong m nunumlunberOf Di gi ts;
unsi gned | ong maxi munNunber O Di gi t's;
short numberOFDigits;
bool ean fi xedLengt h;
string endO ReplyDigit;
t RecordedMessage speech;

}s

struct t_Tone {

| ong tonel D

t _Duration duration;

| ong frequency; /1 [ Hz]
1

struct t_MessagePl ayed {
string nmessageNane;
t _Resource ResourceToBeUsed,;
| ong nmessageVal ue;
| ong nunber O Repetiti ons;
t _Duration duration;

}s

struct t_Informati onToSend {
t _MessagePl ayed nessage;
string displaylnformation;
t _Tone tone;

}s

struct t_AddressAndService {
| ong cal | edAddr ess;
string servi ceKey;
[ ong cal | i ngAddr ess;
[ ong | ocati onNunber ;
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}s

union t_ServiceCriteria switch(unsigned short){
case 1: |ong dial edNunber;
case 2: long callingLinelD;
case 3: string serviceKey; /le.g. detection point; naybe
typed as a | ong?
case 4: bool ean serviceNot Avai | abl e;
defaul t: t_AddressAndServi ce addressAndService

}s

enum t _t enpl at eError Type {unKnownSer vi ceTenpl at e,
I nval i dServi ceTenpl at e} ;
enumt _tenplateState {active, passive};

exception e_invalidParaneter {
Subscri pti onCommonTypes: .t _Paranet er paraneter
1

exception e_unknownServiceld {
AccessConmonTypes: :t_Serviceld serviceld;
1

exception e_unExpect edParaneter {
string unExpect edPar anet er;
1

exception e_nissingParaneter {
string nmandat or yPar anet er;
i
}; /1 MgmtltauConmmonTypes
#endi f // _cf_subscription_conmon_types_idl _
/1 File CfServiceTenpl ateControl.idl

#i fndef _cf _service_ tenplate control _idl _
#define _cf _service tenplate control _idl _

#i ncl ude " Cf AccessComonTypes.idl"

#i ncl ude " Cf Subscri pti onConmonTypes.idl"
#i ncl ude "Cf Mgt | t auComonTypes.idl"
nodul e Servi ceTenpl at eControl {

exception e_invalidTenplate {
Mgymt | t auCommonTypes: .t _tenpl at eError Type t enpl at eError Type;
i

exception e_invalidTenplateState {
Mgymt I t auCommonTypes: :t _tenpl ateState current Tenpl ateState
i

interface i _ServiceTenpl ateControl {
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void |istServiceTenpl ates (
out Subscri pti onCommonTypes: :t_Servi ceTenpl at eLi st
svcTenpl at eLi st
) raises (
Subscri pti onConmonTypes: : e_applicationError
);

voi d get Servi ceTenpl ate (

in AccessCommonTypes: :t_Serviceld serviceld,

out Subscri pti onCommonTypes: :t_Servi ceTenpl ate tenpl ate
) raises (

Subscri pti onCommonTypes: : e_unknownSer vi cel d,

Subscri pti onConmonTypes: : e_applicationError

)

voi d deActivateService (
in AccessCommonTypes: :t_Serviceld serviceld
) raises (
Subscri pti onCommonTypes: : e_unknownSer vi cel d,
e_inval i dTenpl at eSt at e,
Subscri pti onConmonTypes: : e_applicationError

)

voi d reActivateService (
in AccessCommonTypes: :t_Serviceld serviceld
) raises (
Subscri pti onCommonTypes: : e_unknownSer vi cel d,
e_inval i dTenpl at eSt at e,
Subscri pti onConmonTypes: : e_applicationError

)

voi d addServi ceTenpl ate (
i n Subscripti onCommonTypes::t_ServiceTenpl ate tenpl ate,
out AccessConmonTypes::t_Serviceld serviceld
) raises (
Subscri pti onConmonTypes: : e_applicationError
e_inval i dTenpl at e,
Mgymt | t auCommonTypes: : e_mi ssi ngPar anet er
Mgymt | t auConmonTypes: : e_unExpect edPar anet er,
Mgymt | t auCommonTypes: : e_i nval i dPar anet er

)

voi d nodi fyServi ceTenpl ate (

i n Subscripti onComonTypes::t_ServiceTenplate tenplate
) raises (

Subscri pti onConmonTypes: : e_applicationError

e_inval i dTenpl at e,

e_invalidTenpl ateState ,

Mgymt | t auCommonTypes: : e_mi ssi ngPar anet er

Mgymt | t auConmonTypes: : e_unExpect edPar anet er,

Mgymt | t auCommonTypes: : e_i nval i dPar anet er

)

voi d renoveServi ceTenpl ate (
in SubscriptionComonTypes: :t_Servicel dLi st servi ceLi st
) raises (
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Subscri pti onCommonTypes: : e_unknownSer vi cel d,
Subscri pti onConmonTypes: : e_applicationError

);
}; /1 i _ServiceTenpl at eControl
}; /1 ServiceTenpl at eContr ol

#endif // _cf_service_ tenplate control _idl

TCSM Interface

#i f ndef _TCSM_ | DL
#define _TCSM | DL

#i ncl ude <CnsConnConmon. i dl >
nodul e TP_TCSM
{

NNy
/1 TCSM Interface i_Fl owControl

/1

/1 TINAC assi cal operations : queryCapabilities
/1 sel ect Capabilities
/1 initiateTFC

/1 del et eTFC

/1 activateTFC

/1 deact i vat eTFC

/1 updat eTFC

/1

/1 used in | TAU : queryCapabilities

/1 set upTFC

/1

/1 Provided to: CSM

/1

(EEEEEEEErrr bbb bbb rrrrrnry
interface i_l TAUFl owContr ol

/1 This operation allows the comunication session to query a termni nal
/1 for the capabilities available to support the specified SFEPs.
/1 One capabilitySet is returned per requested Sfep.
voi d queryCapabilities (
i n TI NASBCormBSConmmonTypes: .t _SFEPConmDesclLi st
sf epDesclLi st
out CNS CMData::t_CapabilitySetList capabilities)
rai ses(CNS_CVExp: :e_Error);

enum t el ephoneConExpcept i onCause {
BUSY,
NO_ANSWER,
ROUTE_FAI LURE

1

exception e_tel ephoneConException {
t el ephoneConExpcepti onCause cause;
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}s

void setupTFC (in t_ANfep)
rai ses (e_tel ephoneConnecti onException);

};
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